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	Nr referencyjny nadany sprawie przez Zamawiającego: 
	                                 U/58/DIF/2025


OPIS PRZEDMIOTU ZAMÓWIENIA
„Zakup systemu automatycznej kontroli granicznej – bramki ABC dla Straży Granicznej”
1. WSTĘP

Dążąc do zwiększenia przepustowości lotniczego przejścia granicznego w Międzynarodowym Porcie Lotniczym „Katowice” w Pyrzowicach, Urząd Wojewódzki planuje doposażyć infrastrukturę przejścia granicznego w Bramki ABC. Straż Graniczna eksploatuje w pełni środowisko bramek ABC typu Secunet EasyGate od czerwca 2019 r. Środowisko bramek ABC podlegało rozbudowie ilościowej oraz w zakresie funkcjonalności. W drugiej połowie 2021 r. dodano funkcjonalność weryfikacji z wykorzystaniem odcisków palców w tych bramkach ABC, które są wyposażone w czytnik odcisków palców. Produkcyjne pobieranie odcisków palców w bramkach ABC jest wykonywane od stycznia 2022 r. Modyfikacja dotyczyła zmian w głównej aplikacji Straży Granicznej – ZSE6 oraz w interfejsie programistycznym Bramek ABC.
Intencją jest, aby dostarczone Bramki ABC były zintegrowane z systemem informatycznym Straży Granicznej o nazwie ZSE6. Interfejs programistyczny, z którym dostarczone Bramki będą musiały być zintegrowane został opisany w pkt. 4. Dostarczone w ramach niniejszego postępowania Bramki ABC muszą z niego korzystać, wykorzystując wszystkie swoje funkcjonalności. Straż Graniczna ze względu na konieczność zachowania kompatybilności własnego systemu informatycznego z Bramkami ABC oraz ze względu na kompatybilność obecnie eksploatowanego środowiska nie dopuszcza zmiany obecnie funkcjonującego interfejsu opisanego w pkt. 4.
Oprogramowanie części centralnej Bramek ABC działa w środowisku serwerowym Straży Granicznej w Warszawie i obejmuje 4 serwery aplikacyjne wraz z 2 serwerami wspierającymi (serwer logów oraz serwer sprawdzeń biometrycznych) działające pod kontrolą systemu operacyjnego Windows Server, w oparciu o wirtualizację Vmware oraz HyperV. Głównym silnikiem bazodanowym jest SQL Server w wersji Enterprise udostępniany przez Straż Graniczną. Utrzymanie platformy wirtualizacyjnej i bazodanowej nie jest przedmiotem niniejszego zamówienia, jednakże w czasie obowiązywania umowy, która zostanie zawarta z Wykonawcą po rozstrzygnięciu niniejszego zamówienia może być konieczne przekazywanie przez Wykonawcę wytycznych, w celu optymalizacji działania systemu, w tym również w stosunku do oprogramowania części centralnej Bramek ABC.
Wykonawca bierze pod uwagę konieczność zapewnienia działania dostarczanych bramek ABC, również w przypadku podniesienia oprogramowania części centralnej Bramek ABC do wyższej wersji, w ramach innych prac prowadzonych przez Straż Graniczną.

Wykonawca przyjmuje również do wiadomości, że niektóre z jego rekomendacji odnoszące się np. do uruchomienia pewnej funkcjonalności lub udostępnienia zbyt dużej liczby zasobów mogą nie zostać spełnione w związku z ograniczonymi zasobami sprzętowymi po stronie Straży Granicznej. W takim przypadku zadaniem Wykonawcy jest szukanie alternatywnych rozwiązań zgłoszonych problemów. W ramach oprogramowania części centralnej Bramek ABC funkcjonuje interfejs komunikacji z systemem odpraw granicznych SG, który jest w pełni zintegrowany z innymi Bramkami ABC funkcjonującymi na innych lotniskach
Proces integracji informatycznej tego typu urządzeń jest zadaniem skomplikowanym, gdyż bezpośrednio wpływa na system informatyczny SG o nazwie ZSE6, wspierający funkcjonariuszy Straży Granicznej realizujących swoje zadania na pierwszej linii kontroli granicznej. Instalacja i integracja przedmiotu zamówienia nie może wpłynąć negatywnie na obecnie funkcjonujące Bramki ABC, działające w innych portach lotniczych.
2. WYMAGANIA ZAMAWIAJĄCEGO
Przedmiotem zamówienia jest: 
· dostarczenie i zainstalowanie 15 (piętnastu) sztuk Bramek ABC w Międzynarodowym Porcie Lotniczym „Katowice” w Pyrzowicach w dwóch lokalizacjach (Terminal A odlotowy 5 (pięć) sztuk i Terminal C przylotowy 10 (dziesięć) sztuk wraz z 3 (trzema) stacjami zarządzającymi, 2 urządzeniami do rejestracji obrazu z kamer nadzorujących pracę bramek oraz niezbędnym oprogramowaniem, zgodnym z wymaganiami opisanymi poniżej:
a. Jeżeli dostarczone Bramki ABC są kompatybilne z obecnie funkcjonującym rozwiązaniem zgodnie z wymaganiami, o których mowa w OPZ pkt. 4 lit. a, wtedy Wykonawca dokonuje instalacji zaoferowanych bramek zgodnych z wymaganiami, o których mowa w pkt. 2 oraz dokonuje konfiguracji eksploatowanego systemu Bramek ABC do pracy z dostarczanymi Bramkami ABC, zgodnie z opisem w pkt. 6

b. Jeżeli dostarczone Bramki ABC  są rozwiązaniem równoważnym do obecnie funkcjonującego rozwiązania, Wykonawca jest zobowiązany do dostarczenia oprogramowania Bramek ABC zgodnie z wymaganiami, o których mowa w OPZ pkt. 4 lit. b oraz do przeprowadzenia integracji równoważnego rozwiązania informatycznego z systemem ZSE6 zgodnie z opisem w OPZ pkt. 5 oraz pkt. 6

Ad. a) Zamawiający definiuje kompatybilność jako możliwość uruchomienia dostarczonych Bramek ABC bez konieczności prowadzenia prac integracyjnych przez Wykonawcę z obecnie eksploatowanym środowiskiem Bramek ABC, co nie wymaga zaangażowania znacznych zasobów inżynierskich po stronie Zamawiającego (testowanie rozwiązania, szkolenie z dostarczonego systemu informatycznego itp.). Rozwiązanie kompatybilne oznacza również możliwość podłączenia dostarczonych Bramek ABC do obecnie eksploatowanego oprogramowania Bramek ABC (część serwerowa obsługująca Bramki ABC oraz część kliencka, przez którą Bramki ABC są sterowane), bez konieczności jego przebudowy. Zamawiający w przypadku dostarczenia rozwiązania kompatybilnego dopuszcza jedynie rekonfigurację eksploatowanego środowiska. W przypadku dostarczenia Bramek ABC kompatybilnych z obecnie eksploatowanym środowiskiem, jeżeli ich podłączenie w dostarczanej wersji będzie wymagać aktualizacji innych Bramek ABC użytkowanych przez Straż Graniczną w innych portach lotniczych i Zamawiający wyrazi wolę aktualizacji Bramek ABC, Wykonawca zaktualizuje oprogramowanie wszystkich Bramek ABC użytkowanych przez Straż Graniczną kompatybilnych z dostarczanymi bramkami ABC.

              W przypadku dostarczenia bramek kompatybilnych z obecnie funkcjonującymi bramkami ABC, Zamawiający wymaga dostawy do siedziby Komendy Głównej Straży Granicznej w Warszawie zestawu testowego, który umożliwi symulację procesu odprawy granicznej w dostarczanych Bramkach ABC i uruchomienie procesu odprawy granicznej z wykorzystaniem weryfikacji wizerunku twarzy oraz weryfikacji odcisków palców dostarczanych Bramek ABC. Dostarczany w ww. przypadku zestaw testowy pozostaje własnością Straży Granicznej, zestaw testowy nie musi być kompletną Bramką ABC, ale musi zawierać m. in. moduł optyczny, czytnik odcisków palców oraz jednostkę centralną symulującą pracę Bramki ABC oraz czytnik dokumentów. W przypadku nie zrealizowania Umowy przez Wykonawcę, zestaw testowy podlega zwrotowi, a Wykonawca zobowiązany jest do odbioru zestawu testowego z siedziby Komendy Głównej Straży Granicznej. Wykonawca uwzględnia warunki lokalowe, gdzie będzie umiejscowiony zestaw testowy. W przypadku, gdy warunki lokalowe nie będą pozwalały na stałe umiejscowienie dostarczonego zestawu testowego, Wykonawcy na etapie gwarancji zostanie wskazane docelowe miejsce w jednostce organizacyjnej Straży Granicznej w Warszawie, lub innej jednostce organizacyjnej Straży Granicznej na terenie Polski,  do której zestaw testowy będzie musiał być przez Wykonawcę przetransportowany i ponownie uruchomiony. 

             
Ad. b) Zamawiający dopuszcza zaoferowanie rozwiązania równoważnego z obecnie funkcjonującym rozwiązaniem oraz dostawy do siedziby Komendy Głównej Straży Granicznej w Warszawie zestawu testowego, który umożliwi symulację procesu odprawy granicznej w dostarczanych Bramkach ABC i uruchomienie procesu odprawy granicznej z wykorzystaniem weryfikacji wizerunku twarzy oraz weryfikacji odcisków palców dostarczanych Bramek ABC. Dostarczany w ww. przypadku zestaw testowy pozostaje własnością Straży Granicznej, zestaw testowy nie musi być kompletną Bramką ABC, ale musi zawierać m. in. moduł optyczny, czytnik odcisków palców oraz jednostkę centralną symulującą pracę Bramki ABC oraz czytnik dokumentów. W przypadku nie zrealizowania Umowy przez Wykonawcę, zestaw testowy podlega zwrotowi, a Wykonawca zobowiązany jest do odbioru zestawu testowego z siedziby Komendy Głównej Straży Granicznej. Wykonawca uwzględnia warunki lokalowe, gdzie będzie umiejscowiony zestaw testowy. W przypadku, gdy warunki lokalowe nie będą pozwalały na stałe umiejscowienie dostarczonego zestawu testowego, Wykonawcy na etapie gwarancji zostanie wskazane docelowe miejsce w jednostce organizacyjnej Straży Granicznej w Warszawie lub innej jednostce organizacyjnej Straży Granicznej na terenie Polski,   do której zestaw testowy będzie musiał być przez Wykonawcę przetransportowany i ponownie uruchomiony. 

Rozwiązanie zaproponowane przez Wykonawcę zostanie uznane za równoważne dla rozwiązania kompatybilnego, jeżeli łącznie spełnia następujące warunki: 

· Spełnienie przez dostarczane Bramki ABC warunków, o których mowa w pkt. 3 OPZ; 

· Spełnienie przez oprogramowanie dostarczanych Bramek ABC warunków, o których mowa w pkt. 4 lit. b oraz lit. d OPZ; 

· Spełnienie przez oprogramowanie dostarczanych Bramek ABC instalowane na stacjach zarządzających warunków, o których mowa w pkt. 4 lit. c OPZ; 

· Interakcja oprogramowania dostarczanych Bramek ABC z systemem Straży Granicznej w oparciu o interfejs informatyczny, o którym mowa w pkt. 5 lit. a; 

· Sposób działania scenariusza związanego z pobieraniem odcisków palców w dostarczanych Bramkach ABC zgodnie z opisem, o którym mowa w pkt. 5 lit. b oraz lit. c; 
· Przeprowadzenie instalacji w sposób, który został opisany w pkt. 6 lit. a.
· Objęcia rozwiązania gwarancją zgodnie z warunkami opisanymi w pkt. 6 lit. d OPZ.

· Dostarczenia oprzyrządowania umożliwiającego nadzorowanie Bramek ABC i zainstalowanie w Międzynarodowym Porcie Lotniczym „Katowice” w Pyrzowicach.
· Dostarczenia dokumentacji i przeprowadzenia szkoleń, o czym mowa w pkt. 6 OPZ.
· W przypadku dostawy kompatybilnych bramek ABC, bramki ABC muszą działać z obecnie funkcjonującą centralną częścią oprogramowania Bramek ABC z aktualnie działającą produkcyjną wersją, bez modyfikacji funkcjonującego interfejsu komunikacyjnego z systemem informatycznym Straży Granicznej. W przypadku dostawy równoważnych bramek ABC wymagane jest przeprowadzenie czynności, o których mowa w pkt. 6
· W okresie obowiązywania gwarancji Bramek ABC, Zamawiający wymaga wsparcia w obsłudze aktualnej wersji centralnej oprogramowania, która oznacza ewentualną asystę podczas procesu wgrywania poprawek, aktualizacji systemów operacyjnych, reagowania na problemy z eksploatacją urządzeń, analizę działania systemu w przypadku wystąpienia błędu, czynności optymalizacyjne, czynności wspierające administratorów Straży Granicznej.

· Zainstalowane urządzenia oraz oprogramowanie nie mogą powodować incydentów bezpieczeństwa. Dodatkowo, wgrywanie poprawek producenta oprogramowania w środowisku serwerowym Straży Granicznej na inne komponenty nie będące częścią systemu Bramek ABC, które może wpłynąć na system Bramek ABC musi być uwzględnione w utrzymaniu systemu Bramek ABC przez Wykonawcę. W przypadku wystąpienia jakiegokolwiek niekorzystnego zjawiska opisanego powyżej, Wykonawca przywróci funkcjonalności Bramek ABC i niezwłocznie usunie źródło problemu
· Bramki ABC będą działać w oparciu o oprogramowanie producenta oraz w oparciu o obecnie funkcjonujący interfejs komunikacyjny opisany w pkt. 5 OPZ, bez żadnych modyfikacji w wypracowanym interfejsie. Niewielkie zmiany (nie obejmujące dotychczas funkcjonujących przebiegów biznesowych) w wypracowanym interfejsie komunikacyjnym pomiędzy systemem Bramek ABC, a systemem odpraw granicznych są możliwe jedynie na etapie prac w ramach realizacji  umowy, w taki sposób, aby nie spowodować błędów w innych bramkach ABC, funkcjonujących w innych portach lotniczych
· Wykonawca opracuje harmonogram prac, który będzie podlegać akceptacji Zamawiającego i Użytkownika.
· Bramki ABC muszą być fabrycznie nowe, wyprodukowane nie wcześniej niż w 2025 r. (potwierdzone pisemnym oświadczeniem producenta), kompletne, wolne od wad konstrukcyjnych, materiałowych, wykonawczych i prawnych.

· Wykonawca dostarczy i zainstaluje oprzyrządowanie umożliwiające nadzorowanie Bramek ABC i zainstalowanie w Międzynarodowym Porcie Lotniczym Katowice, zgodnie z wymaganiami, o których mowa w pkt. 3
· Wykonawca dostarczy dokumentację i przeprowadzi niezbędne szkolenia z obsługi Bramek ABC oraz zastosowanego oprogramowania. Personel Straży Granicznej musi być przeszkolony przez producenta Bramek ABC lub Wykonawcę również z zakresu konserwacji Bramek ABC.

· Zamawiający wymaga pisemnej autoryzacji producenta Bramek ABC dla działań realizowanych przez Wykonawcę, tj. oświadczenia, iż wszelkie działania Wykonawcy są realizowane w sposób zalecany przez Producenta i zgodnie z jego wytycznymi.

· Wykonawca wyraża zgodę na poddanie się procesowi związanemu z wejściem na teren Lotniska Katowicach-Pyrzowicach. Koszty w tym zakresie ponosi Wykonawca, który poniesie ewentualne koszty związane z koniecznością wyrobienia przepustek do prowadzenia prac w porcie lotniczym.

· Usługa instalacji oraz wsparcia będzie świadczona również w godzinach nocnych, kiedy ruch osobowy na lotnisku jest znikomy.

· Wszystkie prace będą prowadzone w uzgodnieniu z Zamawiającym, Użytkownikiem i zarządzającym portem lotniczym.

· Wykonawca dostosuje się do wymagań Zamawiającego, Użytkownika i zarządzającego portem lotniczym w zakresie prowadzonych prac.

3. PARAMETRY TECHNICZNE BRAMEK ABC WRAZ ZE STACJĄ ZARZĄDZAJĄCĄ

Kontrola osób przekraczających granicę państwową jest jednym z ustawowych zadań Straży Granicznej, wykonywanych m. in. na podstawie spójnych przepisów dla wszystkich państw Układu z Schengen oraz państw stosujących dorobek Układu z Schengen. Bramki ABC są rozwiązaniami funkcjonującymi w niektórych z ww. krajów przez ponad 10 lat i zastosowane
w nich rozwiązania są zgodne z obowiązującymi przepisami. 

Wymogi Zamawiającego:

a. Bramka ABC musi być konstrukcją z dwoma drzwiami, tzw. man-trap. Drzwi muszą tworzyć strefę (śluzę), w której może przebywać tylko jeden podróżny.
b. Każda para drzwi musi zawierać dwa ruchome, otwierane skrzydła (ruch wahadłowy lub drzwi rozsuwane). Zamawiający dopuszcza rozwiązanie mieszane, tj. np. drzwi otwierane z przodu (dwa otwierane skrzydła) i jedna para drzwi wyjściowych działająca na zasadzie ruchu wahadłowego (jedno otwierane skrzydło). 
c. Do bramek ABC muszą zostać dostarczone urządzenia peryferyjne, w tym 3 komputery umożliwiające podłączenie dwóch monitorów, przy czym do każdego komputera należy dostarczyć dwa monitory o przekątnej minimum 24 cale. Ponadto należy dostarczyć inne oprzyrządowanie niezbędne do monitorowania bramek ABC – łącznie 3 (trzy) komplety urządzeń. Każde stanowisko nadzoru powinno się cechować parametrami nie gorszymi niż:
· Procesor o nie gorszych parametrach niż Intel i5 14 generacji lub równoważny

· min. 16 GB RAM
· min. 1 TB dysk SSD

· klawiatura przewodowa USB ze zintegrowanym czytnikiem kart smart card oraz myszka USB

· system operacyjny Windows 11 w wersji licencji, na której jest możliwe uruchomienie obrazu systemu Windows Enterprise posiadanego przez SG. Warunki równoważności to możliwość podłączenia do domeny AD operowanej przez SG oraz możliwość uruchomienia systemu odpraw granicznych wykonanych w technologii .NET Framework 4.8

· Wykonawca uzgadnia z SG dostarczane urządzenia, które mają uwzględniać m. in. miejsce pracy (stanowisko kontrolerskie z ograniczoną przestrzenią) oraz pracę przekraczającą standardowe 8 godzin pracy biurowej

d. Przed pierwszymi drzwiami musi być zamontowany optyczny czytnik dokumentów wraz z bezstykowym czytnikiem RFID - w sposób uniemożliwiający przypadkowe jego uszkodzenie.
e. Przed pierwszymi drzwiami musi być zamontowany monitor lub inne urządzenie wyświetlające na monitorze w jaki sposób korzystać z Bramki ABC oraz dla jakich obywateli jest ona przeznaczona.
f. Wewnątrz Bramek ABC lub na drugich drzwiach musi być zamontowany monitor lub inne urządzenie ułatwiające podróżnemu proces weryfikacji wizerunku twarzy oraz czytnik odcisków palców szczegółowo opisany w lit. q 
g. Dla Bramek ABC przeznaczonych na kierunek wjazdu, montaż obok czytnika odcisków palców lub przed pierwszymi drzwiami w Bramce dotykowego tabletu, który będzie umożliwiać wprowadzanie wymaganych odpowiedzi związanych z warunkami wjazdu obywateli państw trzecich, o którym mowa w Kodeksie Granicznym Schengen. Wybór umiejscowienia tabletu nastąpi wraz z montażem Bramek ABC w uzgodnieniu z Zamawiającym. Urządzenie pozostaje wyłączone lub wyświetla uzgodniony obrazek/komunikat. Dopuszczalna komunikacja z tabletem – przewodowa. Dostosowanie komunikatów oraz interakcji z systemem informatycznym Straży Granicznej na potrzeby systemów wielkoskalowych nie jest przedmiotem tego postępowania. Tablet może być zintegrowany z urządzeniem, o którym mowa w lit. e
h. Przed drugimi drzwiami lub na drugich drzwiach musi być zamontowane urządzenie fotografujące/filmujące umożliwiające wykonanie zdjęcia podróżnemu.
i. Wewnątrz Bramek ABC lub w niedalekim sąsiedztwie Bramek ABC muszą być zamontowane kamery CCTV lub inne urządzenia przekazujące obraz do stanowisk nadzorujących pracę Bramek ABC.
j. Wykonawca dostarcza wszelkie niezbędne komponenty wymagane dla montażu Bramek ABC oraz dokonuje instalacji Bramek ABC w wymaganym miejscu.
k. Wykonawca oświadcza, iż dostarczane Bramki ABC:
· będą wykonane z materiałów wykorzystujących technologie redukujące możliwość uszkodzeń wynikających z aktów wandalizmu;

· nie zostały wykonane z materiałów łatwopalnych;

· będą wykonane z materiałów spełniających normy bezpieczeństwa EU (znak CE);

· będą wykonane w taki sposób, aby korzystanie z Bramek ABC nie mogło prowadzić do powstania zagrożenia dla pasażera poprzez np. przytrzaśnięcie drzwiami, pęknięcie szyby itp.;

· będą wykonane z materiałów odpornych na celową próbę uszkodzenia Bramek ABC;
· będą zbudowane z materiałów nie wymagających pielęgnacji specjalistycznymi środkami dedykowanymi wyłącznie do tego typu materiałów. Ich pielęgnacja musi być możliwa przy użyciu ogólnodostępnych, standardowych środków czystości;
· będą przystosowane do jak najłatwiejszego korzystania z Bramek ABC przez podróżnego;
l. Bramki ABC muszą zawierać mechanizmy zapewniające, iż tylko jeden podróżny będzie mógł znajdować się wewnątrz Bramki ABC poprzez sygnalizowanie w panelu nadzorczym wejścia większej liczby osób.
m. Bramki ABC muszą otwierać pierwsze drzwi po przyłożeniu właściwego dokumentu biometrycznego (definiowalna w systemie nadzorczym Bramki ABC grupa obywatelstw, tj. z krajów należących do UE, EEG, EOG lub innych, których obywatele będą mogli korzystać z tego typu urządzeń, a także definiowany zbiór rodzajów dokumentów – paszport lub dowód osobisty).
n. Bramki ABC muszą otwierać drzwi wyjściowe po prawidłowym zweryfikowaniu podróżnego, braku wywołania blokady przez funkcjonariusza SG nadzorującego Bramki ABC oraz otrzymaniu odpowiedzi z systemu Straży Granicznej o braku przeciwskazań do przekroczenia granicy.
o. Parametry zewnętrzne Bramek ABC:
· ze względu na ograniczone możliwości lokalowe, Zamawiający wymaga, aby całość Bramki ABC była:

a)
nie dłuższa niż 4 metry,

b)
pojedyncza bramka ABC nie szersza niż 1,2 metra (Wykonawca przyjmuje do wiadomości i do realizacji, że łączna szerokość zestawu 5 bramek nie może być większa niż 5,20 metra),
c)
nie wyższa niż 3 metry,

· ściany boczne, oddzielające drzwi wejściowe i drzwi wyjściowe muszą być wykonane z bezpiecznego materiału o cechach opisanych w lit. j o wysokości nie niższej niż 1,5 m. Zamawiający dopuszcza wspólną ścianę dla sąsiadujących ze sobą bramek,
· w celu zapewnienia odpowiedniego poziomu bezpieczeństwa Bramki ABC powinny być zbudowane w taki sposób, aby zmniejszyć ryzyko wystąpienia sytuacji niebezpiecznej. Liczba kantów, ostrych krawędzi powinna być zminimalizowana,
· bramki ABC muszą korzystać ze standardowej sieci zasilania (pojedyncza faza 230 V/50 Hz),
· w przypadku konieczności zapewnienia chłodzenia, Bramki ABC muszą korzystać z wewnętrznych elementów urządzenia i nie mogą być uzależnione od zewnętrznych mechanizmów chłodzących infrastruktury lotniskowej.
p. czytnik dokumentów Bramek ABC musi:
· pozwalać na samoobsługę przez pasażera, poprzez przyłożenie dokumentu do powierzchni skanującej i odczyt danych ze strony zawierającej dane personalne oraz danych RFID z dokumentu (paszport biometryczny lub dowód osobisty z chipem biometrycznym) w jednym kroku odczytu;
· posiadać zintegrowany moduł odczytu RFID zgodny z normą ISO 14443 Type A i Type B i umożliwiać dostęp poprzez interfejs PC/S.C.; 
· mieć możliwość wykonywania skanów w świetle podczerwonym IR, ultrafioletowym UV oraz widzialnym Visible;
· umożliwiać odczyt dokumentów typu paszport oraz karta identyfikacyjna (dowód osobisty lub karta pobytu) z wykorzystaniem protokołów BAC oraz PACE. Odczyt musi być również możliwy w stosunku do dokumentów, które posiadają zaimplementowany jedynie protokół PACE;
· sprawdzać m. in. następujące zabezpieczenia optyczne:

-  
weryfikację widzialności paska MRZ w świetle IR strony personalizacyjnej dokumentu, 
- 
weryfikację, czy w świetle UV brak jest śladów ingerencji w stronę personalizacyjną,

- 
sprawdzenie, czy przyłożony dokument zawiera się w wewnętrznej bazie danych dokumentów zaufanych, dostarczonej i aktualizowanej przez producenta urządzenia lub czytnika dokumentów;
· oprogramowanie czytnika dokumentów musi przeprowadzać w pełni zaufaną procedurę odczytu danych z dokumentu w następujący sposób:
- 
odczyt wszystkich grup DG z paszportu, w tym odczyt odcisków palców z dokumentów, z wykorzystaniem procedury Terminal Authentication, o ile dostępny jest stosowny certyfikat IS;
- 
weryfikacja odczytanych grup z danymi zawartymi w grupie EF.SOD;
-  
weryfikacja podpisu elektronicznego w certyfikacie DS.;
-  
sprawdzenie ważności czasowej certyfikatu DS.;
-  
sprawdzenie czy certyfikat DS. został wystawiony przez zaufany organ, tj. przez jeden z zaufanych certyfikatów CSCA (lista CSCA na urządzeniu musi być do wglądu przez administratora systemu ze Straży Granicznej oraz być możliwa do aktualizowania przez osobę zajmującą się obsługą Bramki ABC z wykorzystaniem graficznego interfejsu użytkownika);
- 
sprawdzenie integralności odczytanych danych DG z chipa paszportu (samodzielne wyliczenie przez urządzenie wymaganych funkcji skrótu z reprezentacji bajtowej danej grupy DG oraz ich porównanie z wartościami umieszczonymi w chipie paszportu);
  - 
jeżeli dokument zawiera mechanizm Active Authentication, a nie zawiera mechanizmu Chip Authentication - procedura AA musi zostać przeprowadzona, w przeciwnym razie wymagana będzie jedynie procedura CA;
q. Czytnik odcisków palców:
· we wnętrzu śluzy, przed drzwiami wyjściowymi w sposób umożliwiający łatwe wykorzystanie przez pasażera musi być zainstalowany czytnik odcisków palców; 
· technologia czytnika odcisków palców – możliwość pobrania do 4 odcisków palców płaskich jednocześnie;
· w celu ułatwienia sposobu pobierania odcisków palców, urządzenie musi być wyposażone w panel obrazujący podróżnemu, które z odcisków palców mają być w danej chwili przyłożone. W przypadku braku panelu – Zamawiający wymaga przedstawienia innego sposobu zobrazowania, które odciski palców mają być przez podróżnego przyłożone;
· oprogramowanie czytnika odcisków palców musi zapewniać stosowanie mechanizmu wykrywania prób przyłożenia sztucznych odcisków palców lub wykrywać zastosowanie nakładek na odciski palców lub innych sposobów oszukania urządzenia – tzw. „fake detection”;
· urządzenie lub moduł optyczny urządzenia musi posiadać certyfikat zgodności z FBI's Next Generation Identification (NGI) Image Quality Specifications (IQS) Appendix F;
· korzystanie przez oprogramowanie Bramek ABC z mechanizmu odczytu odcisków palców z wykorzystaniem procedury Terminal Authentication w czytniku dokumentów, dla dokumentów biometrycznych oraz skorzystanie przez Bramki ABC z funkcjonującego w Straży Granicznej mechanizmu porównywania odcisków palców pobranych z dokumentu paszportowego oraz od podróżnego w Bramce ABC, a także w oparciu o algorytm porównujący odciski palców funkcjonujący obecnie w Straży Granicznej w bramkach ABC i funkcjonujący w Straży Granicznej mechanizm SPOC, w przypadku dostawy Bramek ABC kompatybilnych z obecnie eksploatowanym środowiskiem Bramek ABC. 
· W przypadku gdy dostarczane Bramki ABC są równoważne z obecnie funkcjonującymi Bramkami ABC, wtedy obowiązkiem Wykonawcy jest dostawa i instalacja w środowisku Straży Granicznej mechanizmu porównywania odcisków palców rekomendowanego przez dostawcę rozwiązania, wraz z licencją umożliwiającą użycie mechanizmu porównywania odcisków palców wraz z dostarczanymi Bramkami ABC oraz integracja własnego rozwiązania z mechanizmem SPOC funkcjonującym w Straży Granicznej zgodnie z opisem w pkt. 5b.
r. Wymagania weryfikacji wizerunku twarzy podróżnego:
· mechanizm zagwarantowania wykonania zdjęcia odpowiedniej jakości uwzględniający odległość podróżnego od urządzenia wykonującego zdjęcia;
·  gotowość urządzenia wykonującego zdjęcia do poprawnej pracy w warunkach sztucznego oświetlenia i w miejscu instalacji urządzenia, tj. w warunkach biurowych ze sztucznym oświetleniem, w sąsiedztwie okien np. poprzez zastosowanie przez Wykonawcę dodatkowego oświetlenia;
· urządzenie wykonujące zdjęcia musi zapewnić możliwość rejestracji zdjęcia spełniającego wymagania m. in. normy ISO 19794-5 oraz innych niezbędnych do prawidłowego funkcjonowania urządzenia;
· urządzenie wykonujące zdjęcia wraz z zaproponowanym sposobem montażu musi umożliwiać swobodne korzystanie przez osoby o wzroście od 140 do 210 cm - automatyczne dostosowywanie się mechanizmu wykonywania zdjęć lub oprogramowania wykonującego zdjęcia do podróżnego, tj. wzrostu lub odległości od urządzenia wykonującego zdjęcia;
· oprogramowanie urządzenia wykonującego zdjęcia musi wspomagać proces jak najlepszego wykonania zdjęcia, poprzez analizę programową pobieranych zdjęć i automatyczny wybór najlepszego ujęcia, bez ingerencji operatora Bramek ABC;
· oprogramowanie urządzenia wykonującego zdjęcia musi:

- 
wykrywać wizerunek twarzy w danym ujęciu;

- 
wyselekcjonować wizerunek twarzy z najlepszego, wybranego ujęcia;

- 
odpowiednio wyśrodkować i przesunąć zdjęcie wizerunku twarzy, aby umożliwić jak najlepsze wykonanie procesu weryfikacji ze zdjęciem z chipa paszportu;

· Zamawiający wymaga, aby oprogramowanie weryfikujące zdjęcia było wewnętrznym mechanizmem Bramek ABC. Jeżeli instalacja oprogramowania do porównywania twarzy wymaga korzystania z zewnętrznego serwera, Straż Graniczna deklaruje udostępnienie bieżącej instalacji serwera aplikacyjnego oraz biometrycznego obsługującego Bramki ABC,  w celu ewentualnego rozszerzenia. W przypadku konieczności instalacji kolejnego serwera biometrycznego, Straż Graniczna deklaruje udostępnienie maszyn wirtualnych działających pod kontrolą systemu operacyjnego Windows Server lub Linux. Wykonawcy zostanie udostępniany zdalny pulpit lub terminal znakowy na potrzeby prac o ile będzie to konieczne;
· algorytm weryfikacji wizerunków twarzy musi pracować z parametrami False Acceptance Rate co najwyżej 0,1% oraz parametrem False Rejection Rate nie wyższym niż 5%. System musi umożliwiać sterowanie parametrami FAR oraz FRR. Zamawiający zastosuje wartości parametrów rekomendowane przez Wykonawcę. Algorytm weryfikacji wizerunku twarzy musi zapewniać jak najbardziej efektywną weryfikację otrzymywanych obrazów, która będzie podlegać modyfikacjom na podstawie obserwacji pracy systemu Bramek ABC po ich wdrożeniu;
· zastosowany algorytm weryfikacji wizerunku twarzy musi być algorytmem weryfikacji wizerunku twarzy będącym w pierwszej 30 listy https://pages.nist.gov/frvt/html/frvt11.html (Face Recognition Technology Evaluation (FRTE) 1:1 Verification – sortowanie domyślne, tj. galery VISA i probe BORDER), opublikowanej co najmniej w 2025 roku lub późniejszej. Wykonawca zapewnia niezbędne licencje na wybrany algorytm weryfikacji wizerunków twarzy w Bramkach ABC. Wykonawca oświadcza, że będzie dostrajał zastosowany algorytm weryfikacji wizerunku twarzy w okresie trwania gwarancji, w celu osiągnięcia optymalnych parametrów FAR/FRR w środowisku eksploatacji dostarczonych bramek ABC. Wykonawca oświadcza, że zastosowany algorytm weryfikacji twarzy lub jego wcześniejsza wersja funkcjonuje w innych instalacjach realizowanych przez Wykonawcę;
· Bramka ABC musi realizować funkcjonalności PAD (Presence Attack Detection wykrycie żywotności) w formie sprzętowej;
· Bramka ABC lub jej oprogramowanie musi realizować MAD (Morhing Attack Detection) z wykorzystaniem algorytmu, który musi znajdować się w pierwszej 15 listy https://pages.nist.gov/frvt/html/frvt_morph.html (Face Analysis Technology Evaluation (FATE) MORPH, domyślne sortowanie „Manual Tier-3 – High Quality”), opublikowane w 2025 r. lub później;
· Funkcjonalność badania zdjęć w ramach MAD może być realizowana lokalnie w Bramce ABC lub na serwerze;
· Dopuszczalna technologia MAD różnicowa lub jednoobrazkowa;
· weryfikacja dwóch wizerunków twarzy musi być wykonywana w czasie poniżej 1 sekundy;
· proces weryfikacji wizerunku twarzy musi wyglądać następująco - po wejściu do śluzy, poprzez instrukcje na ekranie monitora lub przekazane w inny sposób informacje podróżny zajmuje miejsce w wyznaczonym miejscu i skierowuje wzrok w stronę kamery/aparatu, która wykonuje odpowiednie ujęcia i przekazuje wyniki do stacji monitorującej;
· mechanizm weryfikacji wizerunku twarzy musi zabezpieczać przed próbą oszukania urządzenia (fake detection) poprzez np. ubranie koszulki z wizerunkiem innej osoby, przyłożeniem zdjęcia z wizerunkiem twarzy do kamery itp.

s. Wymagania dotyczące sposób działania mechanizmu weryfikacji odcisków palców w przypadku dostawy Bramek ABC, które są równoważne do obecnie funkcjonującego rozwiązania zostały opisane w pkt. 5b OPZ.
t. Obraz z kamery przemysłowej z wnętrza Bramek ABC musi być przekazywany do stacji zarządzających.
u. Bramki ABC będą przyłączone do sieci teleinformatycznej Straży Granicznej z wykorzystaniem kabla typu Ethernet. W związku z powyższym wymaga się, aby oprogramowanie Bramek ABC na stacji zarządczej było zainstalowane na systemie operacyjnym Windows 11x64 w polskiej wersji językowej w wersji umożliwiającej podłączenie do środowiska domenowego Straży Granicznej, na 3 (trzech) dedykowanych dwumonitorowych stacjach roboczych dostarczonych przez Wykonawcę, zgodnie z opisem w lit. c. 
v. W przypadku awarii stacji zarządzającej, dyski twarde pozostają własnością Straży Granicznej.
w. Oprogramowanie obsługujące obraz z kamer przemysłowych nadzorujących wnętrze Bramek ABC i najbliższe otoczenie musi umożliwiać przeglądanie zdarzeń z okresu co najmniej 30 dni wstecz oraz wyeksportowanie do pliku zarejestrowanego wycinka nagrania.
x. Wykonawca dostarcza niezbędny do działania sprzęt i oprogramowanie przechowujące obraz z kamer CCTV. Instalacja sprzętu przechowującego obraz z kamer CCTV odbywa się na terenie lotniska, we wskazanym przez Zamawiającego miejscu. 
y. W przypadku dostawy rozwiązania kompatybilnego z obecnie eksploatowanym środowiskiem Bramek ABC, Wykonawca dostarcza niezbędny do działania Bramek ABC sprzęt i oprogramowanie (z wyłączeniem licencji na system operacyjny Windows oraz bazę danych SQLServer). W przypadku dostawy rozwiązania równoważnego, jeżeli będzie to konieczne, Straż Graniczna we własnym środowisku serwerowym umiejscowionym w Warszawie wykreuje niezbędne maszyny wirtualne działające pod kontrolą systemu Windows z uwzględnieniem posiadanych przez SG zasobów. 
Jeżeli konieczne jest skorzystanie z bazy danych przez rozwiązanie równoważne z obecnie funkcjonującymi Bramkami ABC, Wykonawcy zostanie udostępniona baza danych działająca pod kontrolą mechanizmu bazodanowego MS SQL Server. Oprogramowanie serwerowe dostarczanych Bramek ABC, w przypadku dostawy rozwiązania równoważnego z obecnie eksploatowanym systemem Bramek ABC, musi działać pod kontrolą systemu Windows Server lub konteneryzacji OpenShift, o ile oprogramowanie serwerowe jest niezbędne do działania oraz wymagania na zasoby teleinformatyczne Wykonawcy będą mogły być spełnione przez Straż Graniczną.
z. Wraz z bramkami ABC Wykonawca dostarcza prawo do aktualizacji do najnowszej wersji oprogramowania bramek ABC. Każdorazowe wgranie nowszej wersji oprogramowania wymaga zgody Zamawiającego.
4. WYMAGANIA NA OPROGRAMOWANIE BRAMEK ABC

a.
Zamawiający wymaga w przypadku dostawy Bramek ABC kompatybilnych z obecnie funkcjonującymi Bramkami ABC, aby:

· było możliwe zarządzanie dostarczonymi Bramkami ABC przez oprogramowanie sterujące Bramkami ABC, które funkcjonują obecnie portach lotniczych w Polsce;
· obecnie funkcjonujące w Straży Granicznej oprogramowanie Bramek ABC instalowane na stacji lokalnej umożliwiało sterowanie dostarczonymi Bramkami ABC;
· dostarczane Bramki ABC współpracowały z systemem ZSE6 Straży Granicznej poprzez interfejs programistyczny szczegółowo opisany w pkt 5 OPZ;
· skorzystanie z interfejsu programistycznego nie naruszało warunków gwarancji oprogramowania Bramek ABC funkcjonujących obecnie w portach lotniczych w  Polsce oraz nie naruszało warunków licencyjnych Producenta obecnie funkcjonujących w Polsce Bramek ABC;
· było możliwe sterowanie dostarczonymi Bramkami ABC z wykorzystaniem posiadanego oprogramowania sterującego;
b.
Wymagania ogólne na oprogramowanie Bramek ABC, w przypadku dostarczenia rozwiązania równoważnego do obecnie funkcjonującego w Straży Granicznej:
· system centralny, na który składają się środowisko testowe i środowisko produkcyjne. Środowisko produkcyjne musi obejmować co najmniej 2 redundantne serwery działające w środowisku maszyn wirtualnych skonfigurowane tak, aby była możliwość pracy całego rozwiązania, w przypadku wyłączenia jednego z serwerów; środowisko testowe nie musi być redundantne
· system centralny Bramek ABC ma zostać uruchomiony na platformie Windows Server lub Openshift z współdzielonym środowiskiem bazodanowym – SQL Server w wersji Enterprise (licencje na bazę danych oraz system operacyjny zapewnia Straż Graniczna);

· System ma współpracować z systemem ZSE6 Straży Granicznej w oparciu o interfejs programistyczny, zgodny z opisem w pkt. 5 OPZ. Proces integracji został opisany w pkt. 6;
c.
Wymagania na oprogramowanie Bramek ABC zainstalowane na stacjach zarządzających w przypadku dostawy rozwiązania równoważnego z obecnie funkcjonującymi Bramkami ABC:

· autoryzacja i autentykacja uwierzytelnienie użytkownika w Active Directory Straży Granicznej – uprawnienie do używania systemu sterowania Bramkami ABC na podstawie członkostwa w wybranych grupach AD; szczegóły zostaną uzgodnione na etapie realizacji umowy; 
· sterowanie procesem przechodzenia podróżnych przez Bramkę ABC poprzez zarządzanie otwieraniem drzwi, reagowaniem na zdarzenia z czujników oraz kamery wykonującej zdjęcia oraz zdarzenia z czytnika dokumentów;
· stosowanie zaprogramowanych wcześniej algorytmów postępowania oraz przekazywanie zdarzeń w czasie rzeczywistym;
· przekazywanie statusu działania Bramki ABC w czasie rzeczywistym;
· przekazywanie zdarzeń z przetwarzanych danych w trakcie korzystania z Bramki ABC przez podróżnego;
· wykrywanie wyjątku w postaci pozostawionego bagażu;
· wyświetlanie obrazu uchwyconego z kamery weryfikującej oraz obrazu z chipa paszportu i strony personalizacyjnej wraz ze zwięzłą informacją o statusie sprawdzeń (wynik weryfikacji biometrycznej dokumentu wraz ze szczegółami, wynik sprawdzeń w systemie Straży Granicznej, wynik porównania wizerunków twarzy, obrazy strony personalizacyjnej w świetle widzialnym, podczerwonym i ultrafioletowym); dodatkowe informacje dostępne w wyniku przeprowadzonych sprawdzeń;
· wyświetlanie obrazu z kamer przemysłowych nadzorujących wnętrze Bramki ABC i najbliższe otoczenie;

· wykrywanie i sygnalizowanie wyjątku o wejściu do pojedynczej Bramki ABC więcej niż jednej osoby;
· interfejs oprogramowania w języku polskim;
· obsługa włączania trybu serwisowego (Bramka ABC wyłączona z eksploatacji, tj. brak możliwości korzystania) - informacja o trybie serwisowym uwidoczniona na panelu przednim urządzenia;
· obsługa zdalnego restartu nadzorowanego urządzenia;
· obsługa przerwania procesu odprawy granicznej, tj. możliwość ręcznego zablokowania otwarcia drugich drzwi;
· obsługa przejęcia każdego przetwarzanego procesu i wydanie innej decyzji niż wynikającej z przetworzonego przez urządzenie procesu;
· wymuszenie pobrania odcisku palca od podróżnego (o ile spełnione są warunki wymagane przez konfigurację);
d. 
Wymagania na oprogramowanie Bramek ABC w przypadku dostawy rozwiązania równoważnego z obecnie funkcjonującymi Bramkami ABC:
· interakcja z systemem informatycznym Straży Granicznej w oparciu o interfejs programistyczny, zgodnie z wymaganiami opisanymi w pkt 5a OPZ;
· funkcjonalność wysokiej dostępności składająca się z co najmniej dwóch serwerów aplikacyjnych działających w trybie active-active (możliwość ręcznego wyłączenia jednego z serwerów z klastra wysokiej dostępności oraz automatyczne przejęcie całego obciążenia przez kolejne serwery);

· Bramka ABC nie przechowuje jawnie danych osobowych - wszelkie niezbędne dane osobowe są przesyłane do systemów zainstalowanych na serwerach Straży Granicznej, poprzez wypracowany interfejs programistyczny;
· możliwość definiowania adresu interfejsu systemu Straży Granicznej opisanego w pkt 5 OPZ, z którym komunikuje się system Bramek ABC;
· przypisanie danej Bramki ABC do stacji monitorującej;
· zwięzły podgląd stanu Bramek ABC wraz ze statystykami (ostatnie wykorzystanie, rozkład udanych, nieudanych przejść w bramce w ujęciu procentowym itp.);
· możliwość wgrania certyfikatów CSCA w formacie Masterlist, wykorzystywanych do sprawdzenia autentyczności dokumentu);
· możliwość definiowania obywatelstw, dla których możliwe jest wykorzystanie urządzenia;

· moduł raportowy zawierający zestaw predefiniowanych raportów (m. in. podsumowanie prób skorzystania z Bramek ABC, średni czas skorzystania z urządzenia, podsumowanie liczby prób skorzystania z urządzenia w rozbiciu na obywatelstwa);
· interfejs oprogramowania w języku polskim.

5. INTERFEJS PROGRAMISTYCZNY I MODEL WSPÓŁPRACY Z SYSTEMEM INFORMATYCZNYM STRAŻY GRANICZNEJ – ZSE6
a. Interfejs programistyczny z systemem ZSE6, zabezpieczony certyfikatem klienta (tzw. podwójny SSL, wypełniany danymi z Bramki ABC oraz danymi z dokumentu podróżnego):

<wsdl:definitions xmlns:wsdl="http://schemas.xmlsoap.org/wsdl/" xmlns:wsx="http://schemas.xmlsoap.org/ws/2004/09/mex" xmlns:i0="http://strazgraniczna.pl/zse6" xmlns:wsu="http://docs.oasis-open.org/wss/2004/01/oasis-200401-wss-wssecurity-utility-1.0.xsd" xmlns:wsa10="http://www.w3.org/2005/08/addressing" xmlns:wsp="http://schemas.xmlsoap.org/ws/2004/09/policy" xmlns:wsap="http://schemas.xmlsoap.org/ws/2004/08/addressing/policy" xmlns:msc="http://schemas.microsoft.com/ws/2005/12/wsdl/contract" xmlns:soap12="http://schemas.xmlsoap.org/wsdl/soap12/" xmlns:wsa="http://schemas.xmlsoap.org/ws/2004/08/addressing" xmlns:wsam="http://www.w3.org/2007/05/addressing/metadata" xmlns:xsd="http://www.w3.org/2001/XMLSchema" xmlns:tns="http://tempuri.org/" xmlns:soap="http://schemas.xmlsoap.org/wsdl/soap/" xmlns:wsaw="http://www.w3.org/2006/05/addressing/wsdl" xmlns:soapenc="http://schemas.xmlsoap.org/soap/encoding/" name="ABCGateService" targetNamespace="http://tempuri.org/">

<wsp:Policy wsu:Id="BasicHttpsBinding_IBackgroundSystemService_policy">

<wsp:ExactlyOne>

<wsp:All>

<sp:TransportBinding xmlns:sp="http://schemas.xmlsoap.org/ws/2005/07/securitypolicy">

<wsp:Policy>

<sp:TransportToken>

<wsp:Policy>

<sp:HttpsToken RequireClientCertificate="true"/>

</wsp:Policy>

</sp:TransportToken>

<sp:AlgorithmSuite>

<wsp:Policy>

<sp:Basic256/>

</wsp:Policy>

</sp:AlgorithmSuite>

<sp:Layout>

<wsp:Policy>

<sp:Strict/>

</wsp:Policy>

</sp:Layout>

</wsp:Policy>

</sp:TransportBinding>

</wsp:All>

</wsp:ExactlyOne>

</wsp:Policy>

<wsdl:import namespace="http://strazgraniczna.pl/zse6" location={ADRES_USLUGI}/>

<wsdl:types/>

<wsdl:binding name="BasicHttpsBinding_IBackgroundSystemService" type="i0:IBackgroundSystemService">

<wsp:PolicyReference URI="#BasicHttpsBinding_IBackgroundSystemService_policy"/>

<soap:binding transport="http://schemas.xmlsoap.org/soap/http"/>

<wsdl:operation name="Login">

<soap:operation soapAction="http://strazgraniczna.pl/bordercontrol/IBackgroundSystemService/Login" style="document"/>

<wsdl:input name="LoginRequest">

<soap:body use="literal"/>

</wsdl:input>

<wsdl:output name="LoginResponse">

<soap:body use="literal"/>

</wsdl:output>

</wsdl:operation>

<wsdl:operation name="SendDocumentCheckData">

<soap:operation soapAction="http://strazgraniczna.pl/bordercontrol/IBackgroundSystemService/SendDocumentCheckData" style="document"/>

<wsdl:input name="SendDocumentCheckDataRequest">

<soap:body use="literal"/>

</wsdl:input>

<wsdl:output name="SendDocumentCheckDataResponse">

<soap:body use="literal"/>

</wsdl:output>

</wsdl:operation>

<wsdl:operation name="NotifyPassengerEntered">

<soap:operation soapAction="http://strazgraniczna.pl/bordercontrol/IBackgroundSystemService/NotifyPassengerEntered" style="document"/>

<wsdl:input name="NotifyPassengerEnteredRequest">

<soap:body use="literal"/>

</wsdl:input>

<wsdl:output name="NotifyPassengerEnteredResponse">

<soap:body use="literal"/>

</wsdl:output>

</wsdl:operation>

<wsdl:operation name="SendProcessLog">

<soap:operation soapAction="http://strazgraniczna.pl/bordercontrol/IBackgroundSystemService/SendProcessLog" style="document"/>

<wsdl:input name="SendProcessLogRequest">

<soap:body use="literal"/>

</wsdl:input>

<wsdl:output name="SendProcessLogResponse">

<soap:body use="literal"/>

</wsdl:output>

</wsdl:operation>

<wsdl:operation name="NotifyExitOpened">

<soap:operation soapAction="http://strazgraniczna.pl/bordercontrol/IBackgroundSystemService/NotifyExitOpened" style="document"/>

<wsdl:input name="NotifyExitOpenedRequest">

<soap:body use="literal"/>

</wsdl:input>

<wsdl:output name="NotifyExitOpenedResponse">

<soap:body use="literal"/>

</wsdl:output>

</wsdl:operation>

<wsdl:operation name="Logout">

<soap:operation soapAction="http://strazgraniczna.pl/bordercontrol/IBackgroundSystemService/Logout" style="document"/>

<wsdl:input name="LogoutRequest">

<soap:body use="literal"/>

</wsdl:input>

<wsdl:output name="LogoutResponse">

<soap:body use="literal"/>

</wsdl:output>

</wsdl:operation>

</wsdl:binding>

<wsdl:service name="ABCGateService">

<wsdl:port name="BasicHttpsBinding_IBackgroundSystemService" binding="tns:BasicHttpsBinding_IBackgroundSystemService">

<soap:address location={ADRES_USLUGI}/>

</wsdl:port>

</wsdl:service>

</wsdl:definitions>

Ww. interfejs udostępnia następujące metody:
· Login 

· Logout

· NotifyExitOpened

· NotifyPassengerEntered

· SendDocumentCheckData
· SendProcessLog

Interfejs komunikacyjny wystawiony przez centralny system sterowania Bramkami ABC (zabezpieczony podwójnym certyfikatem SSL, zaimplementowany w module obsługującym Bramki ABC, wykonujący reakcje na wywołanie nw. metod z poziomu ZSE6):

<wsdl:definitions xmlns:xsd="http://www.w3.org/2001/XMLSchema" xmlns:wsdl="http://schemas.xmlsoap.org/wsdl/" xmlns:tns="http://warsaw.easygate.secunet.com/" xmlns:soap="http://schemas.xmlsoap.org/wsdl/soap/" xmlns:ns3="http://schemas.xmlsoap.org/soap/http" xmlns:ns1="http://schemas.secunet.com/abcgate/api/strazgraniczna/bordercontrol" name="GateControlService" targetNamespace="http://warsaw.easygate.secunet.com/">

<wsdl:import location="http://localhost:8080/warsaw-integration-service/GateControlService?wsdl=IGateControlService.wsdl" namespace="http://schemas.secunet.com/abcgate/api/strazgraniczna/bordercontrol"> </wsdl:import>

<wsdl:binding name="GateControlServiceSoapBinding" type="ns1:IGateControlService">

<soap:binding style="document" transport="http://schemas.xmlsoap.org/soap/http"/>

<wsdl:operation name="SetCheckResult">

<soap:operation soapAction="http://schemas.secunet.com/abcgate/api/strazgraniczna/bordercontrol/IGateControlService/SetCheckResult" style="document"/>

<wsdl:input name="SetCheckResult">

<soap:body use="literal"/>

</wsdl:input>

<wsdl:output name="SetCheckResultResponse">

<soap:body use="literal"/>

</wsdl:output>

</wsdl:operation>

<wsdl:operation name="CloseGate">

<soap:operation soapAction="http://schemas.secunet.com/abcgate/api/strazgraniczna/bordercontrol/IGateControlService/CloseGate" style="document"/>

<wsdl:input name="CloseGate">

<soap:body use="literal"/>

</wsdl:input>

<wsdl:output name="CloseGateResponse">

<soap:body use="literal"/>

</wsdl:output>

</wsdl:operation>

<wsdl:operation name="EnableFpVerification">

<soap:operation soapAction="http://schemas.secunet.com/abcgate/api/strazgraniczna/bordercontrol/IGateControlService/EnableFpVerification" style="document"/>

<wsdl:input name="EnableFpVerification">

<soap:body use="literal"/>

</wsdl:input>

<wsdl:output name="EnableFpVerificationResponse">

<soap:body use="literal"/>

</wsdl:output>

</wsdl:operation>

<wsdl:operation name="OpenExit">

<soap:operation soapAction="http://schemas.secunet.com/abcgate/api/strazgraniczna/bordercontrol/IGateControlService/OpenExit" style="document"/>

<wsdl:input name="OpenExit">

<soap:body use="literal"/>

</wsdl:input>

<wsdl:output name="OpenExitResponse">

<soap:body use="literal"/>

</wsdl:output>

</wsdl:operation>

</wsdl:binding>

<wsdl:service name="GateControlService">

<wsdl:port binding="tns:GateControlServiceSoapBinding" name="GateControlServiceImplPort">

<soap:address location={ADRES IP}/>

</wsdl:port>

</wsdl:service>

</wsdl:definitions>

Schemat przepływu w komunikacji z systemem ZSE6 odbywa się wyłącznie z wykorzystaniem metod zaimplementowanych w WSDL opisanych powyżej.
Przykład kilku scenariuszy użycia:

· Użytkownik uruchamia aplikację sterującą bramkami ABC, wywoływana jest metoda Login na interfejsie bramek ABC
· Użytkownik zamyka aplikację sterującą bramkami ABC, wywoływana jest metoda Logout na interfejsie bramek ABC
· Użytkownik w systemie ZSE6 wymusza otwarcie bramki, wywoływana jest metoda OpenExit na interfejsie bramek ABC
· Użytkownik w systemie ZSE6 wymusza zamknięcie bramki, wywoływana jest metoda CloseGate na interfejsie bramek ABC
· Z systemu ZSE6 została wywołana metoda EnableFpVerification , pobranie odcisków palców od podróżnego, o ile inne warunki zostały spełnione, zostanie wymuszone przez oprogramowanie Bramek ABC.
Przykład przepływu, w przypadku poprawnego skorzystania z bramki i pracy urządzenia w trybie normalnym: 


· Przyłożono dokument do czytnika, system przyjął dokument jako poprawny. Wywołanie przez centralny system Bramek ABC metody SendDocumentCheckData  w systemie ZSE6 (pole TransactionID zawiera unikalny identyfikator z systemu Bramki ABC, pole GateID zawiera identyfikator Bramki, pole DocumentCheck zawiera szczegóły dot. dokumentu. W odpowiedzi system ZSE6 zwraca odpowiedź o przyjęciu danych);
· Pasażer wszedł do Bramki ABC (wywołanie przez serwerową część oprogramowania Bramek ABC metody NotifyPassengerEntered);
· Oczekiwanie przez serwerową część oprogramowania Bramek ABC przez przyjęty okres czasu na wysłanie przez system ZSE6 metody SetCheckResult, udostępnionej przez serwerową część oprogramowania Bramek ABC; 
· Jeżeli zaimplementowany mechanizm porównywania odcisków palców oraz zaprogramowany tryb pracy wskazał danego pasażera do weryfikacji biometrycznej, następuje uruchomienie procesu pobierania odcisków palców oraz ich weryfikacji, w przeciwnym przypadku weryfikacja podróżnego odbywa się jedynie z wykorzystaniem wizerunku twarzy;
· Wywołanie przez serwerową część oprogramowania Bramek ABC metody NotifyExitOpened w interfejsie systemu ZSE6;
· Wywołanie przez serwerową część oprogramowania Bramek ABC metody SendProcessLog w interfejsie systemu ZSE6 wraz ze szczegółami na temat danej sesji odprawy podróżnego.
Wykonawcy dostarczającemu rozwiązanie równoważne z obecnie funkcjonującymi Bramkami ABC na etapie realizacji zamówienia zostanie dostarczone narzędzie SoapUI wraz z przykładowymi przebiegami użycia dla użytkowanego w Straży Granicznej interfejsu. Dla rozwiązania równoważnego, w przypadku informacji z systemu ZSE6 o zastrzeżeniu przesłanym do serwerowej części oprogramowania Bramek ABC w metodzie SetCheckResult , co do podróżnego lub braku odpowiedzi, drzwi pozostają zamknięte w celu podjęcia czynności przez funkcjonariusza obsługującego Bramki ABC. W oprogramowaniu na stacjach lokalnych, równoważnym z obecnie funkcjonującym rozwiązaniem, pojawia się informacja dla operatora przesłana z systemu ZSE6.
b. Sposób działania urządzenia równoważnego z obecnie funkcjonującym rozwiązaniem dla scenariusza z odciskami palców:
Wykonawca uwzględnia fakt, że pobranie danych biometrycznych z paszportów jest możliwe jedynie wobec kategorii kilku obywatelstw, w których certyfikatów posiadaniu jest Straż Graniczna. Bramka ABC nie może uniemożliwić korzystania z urządzenia przez obywateli, od których nie jest możliwe pobranie odcisków palców z dokumentów ze względu np. na brak certyfikatów. 

Zamawiający oświadcza, że w sieci Straży Granicznej wewnętrznej funkcjonuje usługa web service, która umożliwia pobranie aktualnych certyfikatów CVCA, DVCA oraz IS dla danego kraju oraz umożliwiająca wykonanie podpisu cyfrowego zadanego ciągu bajtów wskazanym identyfikatorem certyfikatu IS, co jest niezbędne do odczytu danych biometrycznych z dokumentów podróży wybranych obywateli UE.
· Schemat interfejsu:

<wsdl:definitions xmlns:wsdl="http://schemas.xmlsoap.org/wsdl/" xmlns:wsap="http://schemas.xmlsoap.org/ws/2004/08/addressing/policy" xmlns:wsa10="http://www.w3.org/2005/08/addressing" xmlns:tns="http://tempuri.org/" xmlns:msc="http://schemas.microsoft.com/ws/2005/12/wsdl/contract" xmlns:soapenc="http://schemas.xmlsoap.org/soap/encoding/" xmlns:wsx="http://schemas.xmlsoap.org/ws/2004/09/mex" xmlns:soap="http://schemas.xmlsoap.org/wsdl/soap/" xmlns:wsam="http://www.w3.org/2007/05/addressing/metadata" xmlns:wsa="http://schemas.xmlsoap.org/ws/2004/08/addressing" xmlns:wsp="http://schemas.xmlsoap.org/ws/2004/09/policy" xmlns:wsaw="http://www.w3.org/2006/05/addressing/wsdl" xmlns:soap12="http://schemas.xmlsoap.org/wsdl/soap12/" xmlns:wsu="http://docs.oasis-open.org/wss/2004/01/oasis-200401-wss-wssecurity-utility-1.0.xsd" xmlns:xsd="http://www.w3.org/2001/XMLSchema" name="PaszportDrugaCechaService" targetNamespace="http://tempuri.org/">
<wsdl:types>
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified" targetNamespace="http://tempuri.org/">
<xs:import namespace="http://schemas.datacontract.org/2004/07/ZSE6DrugaCechaService"/>
<xs:import namespace="http://schemas.datacontract.org/2004/07/CommonServiceLibrary.Certyfikat"/>
<xs:element name="PobierzCertyfikatyPubliczneDrugaCechaPolska">
<xs:complexType>
<xs:sequence>
<xs:element minOccurs="0" name="system" nillable="true" type="xs:string"/>
</xs:sequence>
</xs:complexType>
</xs:element>
<xs:element name="PobierzCertyfikatyPubliczneDrugaCechaPolskaResponse">
<xs:complexType>
<xs:sequence>
<xs:element xmlns:q1="http://schemas.datacontract.org/2004/07/ZSE6DrugaCechaService" minOccurs="0" name="PobierzCertyfikatyPubliczneDrugaCechaPolskaResult" nillable="true" type="q1:PaczkaCertyfikatowDrugaCecha"/>
</xs:sequence>
</xs:complexType>
</xs:element>
<xs:element name="PobierzCertyfikatyPubliczneDrugaCecha">
<xs:complexType>
<xs:sequence>
<xs:element minOccurs="0" name="dwuliterowyKodKraju" nillable="true" type="xs:string"/>
</xs:sequence>
</xs:complexType>
</xs:element>
<xs:element name="PobierzCertyfikatyPubliczneDrugaCechaResponse">
<xs:complexType>
<xs:sequence>
<xs:element xmlns:q2="http://schemas.datacontract.org/2004/07/ZSE6DrugaCechaService" minOccurs="0" name="PobierzCertyfikatyPubliczneDrugaCechaResult" nillable="true" type="q2:PaczkaCertyfikatowDrugaCecha"/>
</xs:sequence>
</xs:complexType>
</xs:element>
<xs:element name="PodpiszDaneDlaPaszportu">
<xs:complexType>
<xs:sequence>
<xs:element minOccurs="0" name="hashDoPodpisu" nillable="true" type="xs:base64Binary"/>
<xs:element minOccurs="0" name="numerSeryjny" nillable="true" type="xs:string"/>
<xs:element minOccurs="0" name="system" nillable="true" type="xs:string"/>
</xs:sequence>
</xs:complexType>
</xs:element>
<xs:element name="PodpiszDaneDlaPaszportuResponse">
<xs:complexType>
<xs:sequence>
<xs:element minOccurs="0" name="PodpiszDaneDlaPaszportuResult" nillable="true" type="xs:base64Binary"/>
</xs:sequence>
</xs:complexType>
</xs:element>
<xs:element name="WywolajProcesAktualizacjiCertyfikatow">
<xs:complexType>
<xs:sequence>
<xs:element minOccurs="0" name="komunikatZwrotny" nillable="true" type="xs:string"/>
<xs:element minOccurs="0" name="hash" nillable="true" type="xs:string"/>
<xs:element minOccurs="0" name="dateCreated" type="xs:dateTime"/>
<xs:element xmlns:q3="http://schemas.datacontract.org/2004/07/CommonServiceLibrary.Certyfikat" minOccurs="0" name="lst" nillable="true" type="q3:ArrayOfCertyfikatyPaszportow"/>
</xs:sequence>
</xs:complexType>
</xs:element>
<xs:element name="WywolajProcesAktualizacjiCertyfikatowResponse">
<xs:complexType>
<xs:sequence>
<xs:element minOccurs="0" name="WywolajProcesAktualizacjiCertyfikatowResult" type="xs:boolean"/>
<xs:element minOccurs="0" name="komunikatZwrotny" nillable="true" type="xs:string"/>
</xs:sequence>
</xs:complexType>
</xs:element>
<xs:element name="WywolajProcesAktualizacjiCertyfikatowIICecha">
<xs:complexType>
<xs:sequence>
<xs:element minOccurs="0" name="passHash" nillable="true" type="xs:string"/>
<xs:element minOccurs="0" name="hashCreated" type="xs:dateTime"/>
<xs:element minOccurs="0" name="komunikatZwrotny" nillable="true" type="xs:string"/>
<xs:element minOccurs="0" name="system" nillable="true" type="xs:string"/>
</xs:sequence>
</xs:complexType>
</xs:element>
<xs:element name="WywolajProcesAktualizacjiCertyfikatowIICechaResponse">
<xs:complexType>
<xs:sequence>
<xs:element minOccurs="0" name="WywolajProcesAktualizacjiCertyfikatowIICechaResult" type="xs:boolean"/>
<xs:element minOccurs="0" name="komunikatZwrotny" nillable="true" type="xs:string"/>
</xs:sequence>
</xs:complexType>
</xs:element>
</xs:schema>
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns:tns="http://schemas.microsoft.com/2003/10/Serialization/" attributeFormDefault="qualified" elementFormDefault="qualified" targetNamespace="http://schemas.microsoft.com/2003/10/Serialization/">
<xs:element name="anyType" nillable="true" type="xs:anyType"/>
<xs:element name="anyURI" nillable="true" type="xs:anyURI"/>
<xs:element name="base64Binary" nillable="true" type="xs:base64Binary"/>
<xs:element name="boolean" nillable="true" type="xs:boolean"/>
<xs:element name="byte" nillable="true" type="xs:byte"/>
<xs:element name="dateTime" nillable="true" type="xs:dateTime"/>
<xs:element name="decimal" nillable="true" type="xs:decimal"/>
<xs:element name="double" nillable="true" type="xs:double"/>
<xs:element name="float" nillable="true" type="xs:float"/>
<xs:element name="int" nillable="true" type="xs:int"/>
<xs:element name="long" nillable="true" type="xs:long"/>
<xs:element name="QName" nillable="true" type="xs:QName"/>
<xs:element name="short" nillable="true" type="xs:short"/>
<xs:element name="string" nillable="true" type="xs:string"/>
<xs:element name="unsignedByte" nillable="true" type="xs:unsignedByte"/>
<xs:element name="unsignedInt" nillable="true" type="xs:unsignedInt"/>
<xs:element name="unsignedLong" nillable="true" type="xs:unsignedLong"/>
<xs:element name="unsignedShort" nillable="true" type="xs:unsignedShort"/>
<xs:element name="char" nillable="true" type="tns:char"/>
<xs:simpleType name="char">
<xs:restriction base="xs:int"/>
</xs:simpleType>
<xs:element name="duration" nillable="true" type="tns:duration"/>
<xs:simpleType name="duration">
<xs:restriction base="xs:duration">
<xs:pattern value="\-?P(\d*D)?(T(\d*H)?(\d*M)?(\d*(\.\d*)?S)?)?"/>
<xs:minInclusive value="-P10675199DT2H48M5.4775808S"/>
<xs:maxInclusive value="P10675199DT2H48M5.4775807S"/>
</xs:restriction>
</xs:simpleType>
<xs:element name="guid" nillable="true" type="tns:guid"/>
<xs:simpleType name="guid">
<xs:restriction base="xs:string">
<xs:pattern value="[\da-fA-F]{8}-[\da-fA-F]{4}-[\da-fA-F]{4}-[\da-fA-F]{4}-[\da-fA-F]{12}"/>
</xs:restriction>
</xs:simpleType>
<xs:attribute name="FactoryType" type="xs:QName"/>
<xs:attribute name="Id" type="xs:ID"/>
<xs:attribute name="Ref" type="xs:IDREF"/>
</xs:schema>
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns:tns="http://schemas.datacontract.org/2004/07/ZSE6DrugaCechaService" elementFormDefault="qualified" targetNamespace="http://schemas.datacontract.org/2004/07/ZSE6DrugaCechaService">
<xs:import namespace="http://schemas.microsoft.com/2003/10/Serialization/Arrays"/>
<xs:complexType name="PaczkaCertyfikatowDrugaCecha">
<xs:sequence>
<xs:element minOccurs="0" name="CVCA" nillable="true" type="xs:base64Binary"/>
<xs:element minOccurs="0" name="DVCA" nillable="true" type="xs:base64Binary"/>
<xs:element minOccurs="0" name="ISPublic" nillable="true" type="xs:base64Binary"/>
<xs:element minOccurs="0" name="NumerSeryjny" nillable="true" type="xs:string"/>
<xs:element xmlns:q1="http://schemas.microsoft.com/2003/10/Serialization/Arrays" minOccurs="0" name="OldCVCA" nillable="true" type="q1:ArrayOfbase64Binary"/>
</xs:sequence>
</xs:complexType>
<xs:element name="PaczkaCertyfikatowDrugaCecha" nillable="true" type="tns:PaczkaCertyfikatowDrugaCecha"/>
</xs:schema>
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns:tns="http://schemas.microsoft.com/2003/10/Serialization/Arrays" elementFormDefault="qualified" targetNamespace="http://schemas.microsoft.com/2003/10/Serialization/Arrays">
<xs:complexType name="ArrayOfbase64Binary">
<xs:sequence>
<xs:element minOccurs="0" maxOccurs="unbounded" name="base64Binary" nillable="true" type="xs:base64Binary"/>
</xs:sequence>
</xs:complexType>
<xs:element name="ArrayOfbase64Binary" nillable="true" type="tns:ArrayOfbase64Binary"/>
</xs:schema>
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns:tns="http://schemas.datacontract.org/2004/07/CommonServiceLibrary.Certyfikat" elementFormDefault="qualified" targetNamespace="http://schemas.datacontract.org/2004/07/CommonServiceLibrary.Certyfikat">
<xs:import namespace="http://schemas.microsoft.com/2003/10/Serialization/Arrays"/>
<xs:complexType name="ArrayOfCertyfikatyPaszportow">
<xs:sequence>
<xs:element minOccurs="0" maxOccurs="unbounded" name="CertyfikatyPaszportow" nillable="true" type="tns:CertyfikatyPaszportow"/>
</xs:sequence>
</xs:complexType>
<xs:element name="ArrayOfCertyfikatyPaszportow" nillable="true" type="tns:ArrayOfCertyfikatyPaszportow"/>
<xs:complexType name="CertyfikatyPaszportow">
<xs:sequence>
<xs:element name="_x003C_Crl_x003E_k__BackingField" nillable="true" type="xs:base64Binary"/>
<xs:element name="_x003C_Kraj_x003E_k__BackingField" nillable="true" type="xs:string"/>
<xs:element xmlns:q1="http://schemas.microsoft.com/2003/10/Serialization/Arrays" name="_x003C_LstCSCA_x003E_k__BackingField" nillable="true" type="q1:ArrayOfbase64Binary"/>
<xs:element xmlns:q2="http://schemas.microsoft.com/2003/10/Serialization/Arrays" name="_x003C_LstCVCA_x003E_k__BackingField" nillable="true" type="q2:ArrayOfbase64Binary"/>
<xs:element xmlns:q3="http://schemas.microsoft.com/2003/10/Serialization/Arrays" name="_x003C_LstDSCA_x003E_k__BackingField" nillable="true" type="q3:ArrayOfbase64Binary"/>
<xs:element xmlns:q4="http://schemas.microsoft.com/2003/10/Serialization/Arrays" name="_x003C_LstDVCA_x003E_k__BackingField" nillable="true" type="q4:ArrayOfbase64Binary"/>
<xs:element xmlns:q5="http://schemas.microsoft.com/2003/10/Serialization/Arrays" name="_x003C_LstISKey_x003E_k__BackingField" nillable="true" type="q5:ArrayOfbase64Binary"/>
<xs:element xmlns:q6="http://schemas.microsoft.com/2003/10/Serialization/Arrays" name="_x003C_LstIS_x003E_k__BackingField" nillable="true" type="q6:ArrayOfbase64Binary"/>
<xs:element name="_x003C_Zrodlo_x003E_k__BackingField" nillable="true" type="xs:string"/>
</xs:sequence>
</xs:complexType>
<xs:element name="CertyfikatyPaszportow" nillable="true" type="tns:CertyfikatyPaszportow"/>
</xs:schema>
</wsdl:types>
<wsdl:message name="IPaszportDrugaCechaService_PobierzCertyfikatyPubliczneDrugaCechaPolska_InputMessage">
<wsdl:part name="parameters" element="tns:PobierzCertyfikatyPubliczneDrugaCechaPolska"/>
</wsdl:message>
<wsdl:message name="IPaszportDrugaCechaService_PobierzCertyfikatyPubliczneDrugaCechaPolska_OutputMessage">
<wsdl:part name="parameters" element="tns:PobierzCertyfikatyPubliczneDrugaCechaPolskaResponse"/>
</wsdl:message>
<wsdl:message name="IPaszportDrugaCechaService_PobierzCertyfikatyPubliczneDrugaCecha_InputMessage">
<wsdl:part name="parameters" element="tns:PobierzCertyfikatyPubliczneDrugaCecha"/>
</wsdl:message>
<wsdl:message name="IPaszportDrugaCechaService_PobierzCertyfikatyPubliczneDrugaCecha_OutputMessage">
<wsdl:part name="parameters" element="tns:PobierzCertyfikatyPubliczneDrugaCechaResponse"/>
</wsdl:message>
<wsdl:message name="IPaszportDrugaCechaService_PodpiszDaneDlaPaszportu_InputMessage">
<wsdl:part name="parameters" element="tns:PodpiszDaneDlaPaszportu"/>
</wsdl:message>
<wsdl:message name="IPaszportDrugaCechaService_PodpiszDaneDlaPaszportu_OutputMessage">
<wsdl:part name="parameters" element="tns:PodpiszDaneDlaPaszportuResponse"/>
</wsdl:message>
<wsdl:message name="IPaszportDrugaCechaService_WywolajProcesAktualizacjiCertyfikatow_InputMessage">
<wsdl:part name="parameters" element="tns:WywolajProcesAktualizacjiCertyfikatow"/>
</wsdl:message>
<wsdl:message name="IPaszportDrugaCechaService_WywolajProcesAktualizacjiCertyfikatow_OutputMessage">
<wsdl:part name="parameters" element="tns:WywolajProcesAktualizacjiCertyfikatowResponse"/>
</wsdl:message>
<wsdl:message name="IPaszportDrugaCechaService_WywolajProcesAktualizacjiCertyfikatowIICecha_InputMessage">
<wsdl:part name="parameters" element="tns:WywolajProcesAktualizacjiCertyfikatowIICecha"/>
</wsdl:message>
<wsdl:message name="IPaszportDrugaCechaService_WywolajProcesAktualizacjiCertyfikatowIICecha_OutputMessage">
<wsdl:part name="parameters" element="tns:WywolajProcesAktualizacjiCertyfikatowIICechaResponse"/>
</wsdl:message>
<wsdl:portType name="IPaszportDrugaCechaService">
<wsdl:operation name="PobierzCertyfikatyPubliczneDrugaCechaPolska">
<wsdl:input wsaw:Action="http://tempuri.org/IPaszportDrugaCechaService/PobierzCertyfikatyPubliczneDrugaCechaPolska" message="tns:IPaszportDrugaCechaService_PobierzCertyfikatyPubliczneDrugaCechaPolska_InputMessage"/>
<wsdl:output wsaw:Action="http://tempuri.org/IPaszportDrugaCechaService/PobierzCertyfikatyPubliczneDrugaCechaPolskaResponse" message="tns:IPaszportDrugaCechaService_PobierzCertyfikatyPubliczneDrugaCechaPolska_OutputMessage"/>
</wsdl:operation>
<wsdl:operation name="PobierzCertyfikatyPubliczneDrugaCecha">
<wsdl:input wsaw:Action="http://tempuri.org/IPaszportDrugaCechaService/PobierzCertyfikatyPubliczneDrugaCecha" message="tns:IPaszportDrugaCechaService_PobierzCertyfikatyPubliczneDrugaCecha_InputMessage"/>
<wsdl:output wsaw:Action="http://tempuri.org/IPaszportDrugaCechaService/PobierzCertyfikatyPubliczneDrugaCechaResponse" message="tns:IPaszportDrugaCechaService_PobierzCertyfikatyPubliczneDrugaCecha_OutputMessage"/>
</wsdl:operation>
<wsdl:operation name="PodpiszDaneDlaPaszportu">
<wsdl:input wsaw:Action="http://tempuri.org/IPaszportDrugaCechaService/PodpiszDaneDlaPaszportu" message="tns:IPaszportDrugaCechaService_PodpiszDaneDlaPaszportu_InputMessage"/>
<wsdl:output wsaw:Action="http://tempuri.org/IPaszportDrugaCechaService/PodpiszDaneDlaPaszportuResponse" message="tns:IPaszportDrugaCechaService_PodpiszDaneDlaPaszportu_OutputMessage"/>
</wsdl:operation>
<wsdl:operation name="WywolajProcesAktualizacjiCertyfikatow">
<wsdl:input wsaw:Action="http://tempuri.org/IPaszportDrugaCechaService/WywolajProcesAktualizacjiCertyfikatow" message="tns:IPaszportDrugaCechaService_WywolajProcesAktualizacjiCertyfikatow_InputMessage"/>
<wsdl:output wsaw:Action="http://tempuri.org/IPaszportDrugaCechaService/WywolajProcesAktualizacjiCertyfikatowResponse" message="tns:IPaszportDrugaCechaService_WywolajProcesAktualizacjiCertyfikatow_OutputMessage"/>
</wsdl:operation>
<wsdl:operation name="WywolajProcesAktualizacjiCertyfikatowIICecha">
<wsdl:input wsaw:Action="http://tempuri.org/IPaszportDrugaCechaService/WywolajProcesAktualizacjiCertyfikatowIICecha" message="tns:IPaszportDrugaCechaService_WywolajProcesAktualizacjiCertyfikatowIICecha_InputMessage"/>
<wsdl:output wsaw:Action="http://tempuri.org/IPaszportDrugaCechaService/WywolajProcesAktualizacjiCertyfikatowIICechaResponse" message="tns:IPaszportDrugaCechaService_WywolajProcesAktualizacjiCertyfikatowIICecha_OutputMessage"/>
</wsdl:operation>
</wsdl:portType>
<wsdl:binding name="BasicHttpBinding_IPaszportDrugaCechaService" type="tns:IPaszportDrugaCechaService">
<soap:binding transport="http://schemas.xmlsoap.org/soap/http"/>
<wsdl:operation name="PobierzCertyfikatyPubliczneDrugaCechaPolska">
<soap:operation soapAction="http://tempuri.org/IPaszportDrugaCechaService/PobierzCertyfikatyPubliczneDrugaCechaPolska" style="document"/>
<wsdl:input>
<soap:body use="literal"/>
</wsdl:input>
<wsdl:output>
<soap:body use="literal"/>
</wsdl:output>
</wsdl:operation>
<wsdl:operation name="PobierzCertyfikatyPubliczneDrugaCecha">
<soap:operation soapAction="http://tempuri.org/IPaszportDrugaCechaService/PobierzCertyfikatyPubliczneDrugaCecha" style="document"/>
<wsdl:input>
<soap:body use="literal"/>
</wsdl:input>
<wsdl:output>
<soap:body use="literal"/>
</wsdl:output>
</wsdl:operation>
<wsdl:operation name="PodpiszDaneDlaPaszportu">
<soap:operation soapAction="http://tempuri.org/IPaszportDrugaCechaService/PodpiszDaneDlaPaszportu" style="document"/>
<wsdl:input>
<soap:body use="literal"/>
</wsdl:input>
<wsdl:output>
<soap:body use="literal"/>
</wsdl:output>
</wsdl:operation>
<wsdl:operation name="WywolajProcesAktualizacjiCertyfikatow">
<soap:operation soapAction="http://tempuri.org/IPaszportDrugaCechaService/WywolajProcesAktualizacjiCertyfikatow" style="document"/>
<wsdl:input>
<soap:body use="literal"/>
</wsdl:input>
<wsdl:output>
<soap:body use="literal"/>
</wsdl:output>
</wsdl:operation>
<wsdl:operation name="WywolajProcesAktualizacjiCertyfikatowIICecha">
<soap:operation soapAction="http://tempuri.org/IPaszportDrugaCechaService/WywolajProcesAktualizacjiCertyfikatowIICecha" style="document"/>
<wsdl:input>
<soap:body use="literal"/>
</wsdl:input>
<wsdl:output>
<soap:body use="literal"/>
</wsdl:output>
</wsdl:operation>
</wsdl:binding>
<wsdl:service name="PaszportDrugaCechaService">
<wsdl:port name="BasicHttpBinding_IPaszportDrugaCechaService" binding="tns:BasicHttpBinding_IPaszportDrugaCechaService">
<soap:address location="{Adres uslugi}"/>
</wsdl:port>
</wsdl:service>
</wsdl:definitions>
· Metody wystawiane przez interfejs istotne z punktu widzenia dostawcy rozwiązania równoważnego z obecnie funkcjonującym rozwiązaniem, do celów realizacji procesu pobierania odcisków palców:
· PobierzCertyfikatyPubliczneDrugaCecha
Metoda przyjmuje w wywołaniu m. in. dwuliterowy kod kraju i w odpowiedzi zwraca klasę zawierającą:
· Certyfikaty CVCA (ułożone od najstarszego do najmłodszego – lista zawiera certyfikat CVCA krzyżowy oraz certyfikat CVCA. Zadaniem dostawcy rozwiązania równoważnego jest odpowiednie ułożenie certyfikatów w sposób wymagany przez czytnik dokumentów Bramek ABC oraz ich odpowiednie składowanie uwzględniające zmiany w łańcuchu certyfikatów w okresie czasu);
· Aktualną parę DVCA i IS;
· PodpiszDaneDlaPaszportu
Metoda przyjmuje w wywołaniu ciąg bajtów do podpisania wraz z identyfikatorem certyfikatu IS, w wyniku którego usługa ma wykonać podpis cyfrowy. Zadaniem Wykonawcy jest odpowiednie odfiltrowanie i przygotowanie danych do podpisania w sposób, który jest wymagany przez usługę SPOC i w sposób, który umożliwi odczyt odcisków palców z dokumentów.
c. inne istotne uwarunkowania dla rozwiązania równoważnego z obecnie funkcjonującym rozwiązaniem Bramek ABC:
· Funkcjonalność weryfikacji 1:1 odcisków palców musi umożliwiać definiowanie parametrów czułości działania algorytmu (dokładność sprawdzenia w kontekście jakości pobranych odcisków palców) i musi być rozwiązaniem dedykowanym i polecanym przez producenta Bramek ABC do zapewnienia ww. funkcjonalności;
· Weryfikacja wizerunku twarzy odbywa się zawsze, niezależnie od dodatkowej weryfikacji odcisków palców;
· Możliwość definiowania obywatelstw, od których będą pobierane odciski palców w zdefiniowanym trybie, opisanym poniżej;
· system Bramek ABC musi umożliwiać definiowanie nw. trybów pracy:
· Tryb całościowy - w tym trybie pobranie odcisków palców następuje każdorazowo od obywatela zdefiniowanego wcześniej kraju wytypowanego do pobierania odcisków palców, nawet w przypadku, w którym dla danego obywatela nie pobrano odcisków palców z paszportu. Sposób reakcji systemu na przypadek, gdy brak jest certyfikatów niezbędnych do pobrania odcisków palców z dokumentu zostanie uzgodniony na etapie realizacji zamówienia;
· Tryb zrównoważony – w tym przypadku pobranie odcisków palców następuje, jeżeli udało się pobrać odciski palców z paszportu oraz w przypadku, gdy weryfikacja wizerunku twarzy podróżnego przekraczała lub zawierała się poniżej pewnego zdefiniowanego w systemie progu dopuszczalności;
· Tryb losowy – w tym przypadku pobranie odcisków palców następuje, jeżeli udało się pobrać odciski palców z paszportu oraz system na podstawie wyboru pseudolosowego wytypował podróżnego do dodatkowej kontroli;
· Tryb wymuszony – wywołany przez operatora bramek ABC z oprogramowania Bramek ABC zainstalowanego na stacji zarządzającej. 
· Zdefiniowanie w systemie palców do przyłożenia przez podróżnego, wyświetlanie przez oprogramowanie Bramek ABC niezbędnych piktogramów;
· Logowanie oprogramowania Bramek ABC o informacje wynikające z działania Bramek ABC w tym o informacje wynikające z przetwarzania odcisków palców (błędy pobierania odcisków palców z paszportu, błędy weryfikacji itp.);
· Oprogramowanie Bramek ABC nie może uniemożliwiać skorzystania z systemu przez podróżnych, od których nie jest możliwe pobranie odcisków palców ze względu np. na brak certyfikatów niezbędnych do procesu odczytu odcisków palców;
· Oprogramowanie Bramek ABC przekazuje informacje wynikające z pobierania odcisków palców (wizualizacja, wynik weryfikacji, wymuszenie weryfikacji itp.);
· Bramka ABC nie może jawnie przechowywać pobranych odcisków palców, ani innych danych osobowych (w tym wizerunku twarzy);
· Zgodnie z opisem, o którym mowa w pkt. 5a Bramki ABC wysyłają informacje w zdefiniowanych w interfejsie funkcjach. Zamawiający wymaga, aby Bramki ABC działały w następujący sposób:
· trybu pracy „odporny” (Administrator ma jednocześnie możliwość ustawienia trybu „normalnego” – domyślnego);
· W trybie „odporny” Bramka ABC nie może otworzyć drzwi wyjściowych, dopóki z systemu ZSE6 nie zostanie otrzymane potwierdzenie o odebraniu wszystkich komunikatów dla danego procesu podróżnego (4 komunikaty);
· W trybie „odporny” administrator systemu ma możliwość wprowadzenia dodatkowego opóźnienia, które liczone po otrzymaniu potwierdzenia odebrania wszystkich komunikatów dla danego procesu podróżnego z systemu ZSE6 otworzy drzwi wyjściowe;
· Tryb „odporny” oraz tryb „normalny” muszą uwzględniać pobieranie odcisków palców, o którym mowa w pkt. 5b;
· W trybie „normalny”, drzwi wyjściowe mogą się już otworzyć po otrzymaniu przez system Bramek ABC informacji o braku przeciwskazań w stosunku do pasażera (metoda SetCheckResult).
Bramki ABC muszą działać w oparciu o użytkowany obecnie interfejs programistyczny, do czasu odbioru przedmiotu umowy. Jeżeli w toku trwania gwarancji konieczna będzie jakakolwiek zmiana interfejsu, Zamawiający dopuszcza niewielkie zmiany, nie zaburzające dotychczas funkcjonujących przebiegów biznesowych ani działania obecnie funkcjonujących Bramek ABC kompatybilnych z użytkowanym obecnie interfejsem.
6. INSTALACJA

Zamawiający wymaga, aby instalacja odbyła się w dwóch etapach:

a. Etap I

· Opracowanie harmonogramu i uzyskanie akceptacji Zamawiającego;
· W przypadku dostarczenia urządzeń równoważnych z obecnie funkcjonującym rozwiązaniem Bramek ABC:

· Przekazanie Wykonawcy projektu SoapUI z przykładami wywołań interfejsu Bramek ABC opisanego w pkt. 5 lit. a zaimplementowanego po stronie ZSE6.
· Prace programistyczne Wykonawcy, przekazanie przez Wykonawcę projektu SoapUI uzupełnionego o wywołania wytworzone z systemu Bramek ABC Wykonawcy. Projekt SoapUI musi zostać zmieniony o wywołania wytworzone przez system Wykonawcy, który zostanie następnie przez Straż Graniczną sprawdzony w eksploatowanym środowisku testowym systemu ZSE6 celem sprawdzenia zgodności.
· Tylko i wyłącznie po akceptacji przez Straż Graniczną projektu SoapUI: dostarczenie, montaż i tymczasowe uruchomienie we wskazanej lokalizacji Komendy Głównej Straży Granicznej w Warszawie zestawu testowego obejmującego m. in. moduł weryfikacji wizerunku twarzy oraz moduł pobierania odcisków palców analogiczny do urządzeń dostarczanych w niniejszym postępowaniu, o ile nie jest on już w posiadaniu Straży Granicznej. Urządzenie musi integrować się ze środowiskiem testowym Bramek ABC Straży Granicznej. Urządzenie pozostaje własnością Straży Granicznej, o ile Straż Graniczna nie jest już w posiadaniu zestawu testowego umożliwiającego pracę z dostarczanym systemem Bramek ABC.  W przypadku nie zrealizowania Umowy przez Wykonawcę, zestaw testowy podlega zwrotowi.
· Uruchomienie przez Wykonawcę niezbędnych maszyn wirtualnych lub kontenerów w środowisku Straży Granicznej, instalacja i konfiguracja;
· Uruchomienie na wybranych komputerach developerskich niezbędnego oprogramowania do użycia zestawu testowego z testowym oprogramowaniem Bramek ABC;
· Integracja ze środowiskiem testowym lub produkcyjnym SPOC – sprawdzenie działania z wykorzystaniem zestawu testowego, sprawdzenie podstawowych przebiegów pracy urządzenia, pobieranie odcisków palców z testowych lub produkcyjnych paszportów przedstawicieli Straży Granicznej;
· Testy oraz instruktaż dla inżynierów Straży Granicznej opisujący sposób działania dostarczanych urządzeń;
· Dostarczenie kodów źródłowych oprogramowania powstałego w toku realizacji przedmiotu umowy, tj. modułów powstałych na potrzeby realizacji niniejszej umowy;
· Dostarczenie dokumentacji technicznej wraz z przeniesieniem autorskich praw majątkowych do dokumentacji oraz nośnika danych.
· W przypadku dostawy rozwiązania równoważnego z obecnie funkcjonującymi Bramkami ABC dostarczenie wersji instalacyjnych niezbędnego oprogramowania. 
· Dostarczenie niezbędnych licencji na oprogramowanie Bramek ABC.
· Podpisanie protokołu odbioru etapu I.
Zamawiający informuje, że nie ma możliwości dostępu z sieci Internet do oprogramowania Bramek ABC, chyba że w czasie obowiązywania niniejszej umowy, po stronie Straży Granicznej zostanie dopuszczony mechanizm takiej pracy dla tej umowy.
b. Etap II (Zamawiający informuje, iż brak jest możliwości rozpoczęcia zasadniczych części, tj. instalacji Bramek ABC, bez zakończenia Etapu I).
· Opracowanie harmonogramu instalacji przez Wykonawcę i uzyskanie akceptacji Zamawiającego.
· Wykonawca przeprowadza rekonfigurację środowiska produkcyjnego w przypadku dostawy rozwiązania kompatybilnego. W przypadku dostawy rozwiązania równoważnego do obecnie funkcjonującego rozwiązania, Wykonawca instaluje i konfiguruje środowisko produkcyjne (oprogramowanie).
· Instalacja przez Wykonawcę Bramek ABC wraz z oprzyrządowaniem i oprogramowaniem niezbędnym do przechowywania obrazu z kamer CCTV.

· W przypadku dostawy bramek ABC kompatybilnych z obecnie funkcjonującym rozwiązaniem oraz w przypadku konieczności instalacji nowszego oprogramowania Bramek ABC instalowanych w obecnie eksploatowanych Bramkach ABC – instalacja we wszystkich lokalizacjach, w których są użytkowane obecnie Bramki ABC. Straż Graniczna może zdecydować o aktualizacji wszystkich Bramek ABC lub o konieczności pozostania w starej konfiguracji. Wykonawca zapewnia licencje systemu operacyjnego Bramek ABC.

· Wykonawca wykonuje montaż Bramek ABC we wskazanych powyżej lokalizacjach oraz:

· Doprowadza zasilanie elektryczne gwarantowane z rozdzielni Portu Lotniczego oddalonej o około 100 m. (znajdującej się  na tej samej kondygnacji Terminala A dla 5 Bramek ABC na kierunku odlotowym) oraz o około 20 m. (znajdującej się na tej samej kondygnacji Terminala C dla 5 Bramek ABC na kierunku przylotowym) do dostarczanych Bramek ABC.
· Doprowadza sieć Ethernet z punktów dystrybucyjnych Straży Granicznej - Placówka  Straży Granicznej w Katowicach – Pyrzowicach dla bramek ABC. Nie ma konieczności przejścia pomiędzy kondygnacjami, punkty dystrybucyjne Straży Granicznej - Placówka  Straży Granicznej w Katowicach – Pyrzowicach i planowana lokalizacja bramek ABC znajdują się na tych samych kondygnacjach: w Terminalu A kierunek odlotowy odległość do 20 m pomiędzy szafą dystrybucyjną a planowaną lokalizacją Bramek ABC oraz w Terminalu C kierunek przylotowy odległość do 100 m pomiędzy szafą dystrybucyjną a planowaną lokalizacją bramek ABC. Nowoprojektowane okablowanie musi być zgodne z standardem okablowania (kategoria 6a) już istniejącym w obiekcie terminala A i C. 
· Zainstaluje w pobliżu lokalizacji bramek ABC w Terminalu A i w Terminalu C w miejscu widocznym dla pasażera monitory przemysłowe min 40’’ (3 sztuki) wraz z wgranym filmem instruktażowym obejmującym proces odprawy na Bramce ABC w systemie zamkniętym (szczegóły zostaną określone na etapie realizacji zamówienia).

· Dostarczy i zamontuje wygrodzenia:

· w związku z lokalizacją Bramek ABC w Terminalu A na kierunku odlotowym w linii istniejących stanowisk kontroli granicznej, ścianka zgodna z wykonaniem już istniejącej zabudowy o wys. min 2,5 m z wypełnieniem szkłem o długości max 1 m (ścianka pomiędzy zabudową Bramek ABC a istniejącymi z lewej i prawej strony szklanymi drzwiami), odgradzająca przestrzeń znajdującą się za Bramkami ABC od strefy odlotów przed kontrolą paszportową. 
· w związku z lokalizacją Bramek ABC w Terminalu C na kierunku przylotowym w linii istniejących stanowisk kontroli granicznej, ścianka zgodna z wykonaniem już istniejącej zabudowy o wys. min 2,5 m z wypełnieniem szkłem o długości max 2 m (ścianka pomiędzy zabudową Bramek ABC a istniejącymi z lewej i prawej strony szklanymi drzwiami) odgradzająca przestrzeń znajdującą się za Bramkami ABC od strefy przylotów przed kontrolą paszportową.

· Dokona demontażu istniejących w lokalizacji projektowanych Bramek ABC w Terminalu A 2 (dwóch) stanowisk kontroli granicznej i w Terminalu C 2 (dwóch) stanowisk kontroli granicznej wraz z demontażem i dostosowaniem istniejących barierek stałych.
· Wykonawca wykona montaż Bramek ABC, podłączenie do mediów oraz sieci Straży Granicznej w uzgodnieniu z osobami wskazanymi w umowie do nadzoru realizacji przedmiotu zamówienia po stronie Zamawiającego, uzyska niezbędne pozwolenia i wykona inne wymagane czynności niezbędne do uruchomienia Bramek ABC (np. przystosowanie istniejących pomieszczeń służbowych SG w Terminalu A i w Terminalu C jako pomieszczenia do nadzoru nad Bramkami ABC).
· Schemat planowanego miejsca instalacji zostanie udostępniony Wykonawcy po podpisaniu umowy, o ile będzie to potrzebne do realizacji umowy.
· Wykonawca przeprowadzi niezbędne szkolenia z zakresu obsługi Bramek ABC oraz oprogramowania Bramek ABC instalowanego na stacji zarządzającej dla wskazanej grupy użytkowników w MPL „Katowice” w Pyrzowicach, które obejmują m.in.:
1. Ogólną zasadę działania Bramek ABC. 
2.  Obsługę Bramek ABC.
3.  Zapoznanie z oprogramowaniem do obsługi Bramek ABC.
4. Tryb postępowania w przypadku nieprawidłowego działania oraz awarii Bramki  ABC (czynności do przeprowadzenia przez osoby obsługujące bramki). 
Szkolenie  zostanie  przeprowadzone  w  czterech  terminach  po  uruchomieniu instalacji  Bramek  ABC  w  MPL  „Katowice”  w  Pyrzowicach  –  szczegółowy termin  do  uzgodnienia  z  użytkownikiem  Bramek  ABC  –  Placówką  Straży Granicznej w Katowicach – Pyrzowicach. W szkoleniu uczestniczyć będzie łącznie 60 funkcjonariuszy - jednorazowo około 15 funkcjonariuszy. Zamawiający zapewnia rzutnik i salę szkoleniową. Jeżeli bieżące warunki epidemiczne nie pozwolą na przeprowadzenie szkolenia, Wykonawca dostarczy film  instruktażowy  w  języku  polskim  obejmujący obsługę Bramek ABC.

· W przypadku dostawy Bramek ABC równoważnych do obecnie funkcjonującego rozwiązania, Wykonawca dostarcza dokumentację oraz instrukcję użytkowania w języku polskim wraz z przekazaniem autorskich praw majątkowych. W przypadku dostawy rozwiązania kompatybilnego, jeżeli jest to konieczne Wykonawca dokonuje aktualizacji dokumentacji.
· Wykonawca dedykuje niezbędne zasoby inżynierskie do instalacji urządzenia w tym szczególności na etapie rekonfiguracji oprogramowania.

· Wykonawca wykonuje dokumentację powykonawczą z instalacji urządzeń. Przedstawiciele Straży Granicznej testują dostarczone rozwiązanie w wybranej lokalizacji.
· Podpisanie protokołu odbioru etapu II.
c. Wsparcie i prace instalacyjne realizowane przez Wykonawcę należy zrealizować w następujący sposób:

· gotowość do usuwania usterki urządzenia w terminie do 24 godzin od zgłoszenia;

· w przypadku braku możliwości prowadzenia prac instalacyjnych w godzinach 8-20, Zamawiający zastrzega sobie konieczność wykonywania niezbędnych prac przez Wykonawcę w innych godzinach, niż 8-20 w celu jak najmniejszego zakłócenia pracy portu lotniczego.

· Wykonawca obejmie gwarancją urządzenia wchodzące w skład Bramki ABC na okres min. 48 miesięcy. 

d. Czas naprawy zgłoszonych usterek urządzenia oraz sposób świadczenia gwarancji:

· 24 godziny od momentu, w którym nastąpiło wysłanie oficjalnego zgłoszenia drogą mailową lub faksową do punktu odbioru zgłoszeń przez osobę uprawnioną o nie działaniu którejkolwiek z Bramek ABC (zgłoszenie krytyczne);

· do pięciu dni roboczych licząc od następnego dnia roboczego, w którym nastąpiło wysłanie oficjalnego zgłoszenia drogą mailową lub faksową przez osobę uprawnioną o błędzie w użytkowanym rozwiązaniu (błąd w systemie nie powodujący całkowitego niedziałania systemu). Dzień roboczy rozumiany jest jako okres poniedziałek-piątek z wyłączeniem dni ustawowo wolnych od pracy obowiązujących na terenie Polski;

· Oficjalne zgłaszanie usterek drogą mailową lub faksową będzie realizowane przez uprawnionych przedstawicieli Straży Granicznej (Servicedesk Straży Granicznej) oraz informacja zostanie przekazana do wiadomości Zamawiającego;
· Zamawiający dopuszcza dostarczenie i instalację Bramki/ek ABC zastępczej/ych o parametrach nie gorszych, niż pierwotnie zainstalowane, w przypadku problemów z którymkolwiek z urządzeń;

· gwarancja nie obejmuje uszkodzeń mechanicznych powstałych w wyniku działania osób korzystających z Bramek ABC;

· w przypadku konieczności uszczegółowienia informacji na temat zgłoszonego błędu, wymagany czas naprawy zostaje wydłużony o czas, w którym nastąpiło dosłanie informacji przez uprawnionego przedstawiciela Straży Granicznej;

· Zamawiający dopuszcza samodzielne wgrywanie przesłanych poprawek przez przedstawicieli Straży Granicznej w oprogramowaniu Bramek ABC, o ile nie będzie to w ocenie Straży Granicznej zbyt skomplikowane – w przeciwnym wypadku konieczne będzie wgranie stosownych poprawek przez Wykonawcę. Nie ma możliwości zdalnego dostępu z sieci Internet do infrastruktury SG, o ile w toku trwania umowy taki dostęp nie zostanie przyznany Wykonawcy;

· Gwarancja na naprawione urządzenia zostanie przedłużona o czas naprawy;

· Wykonawca nie wcześniej niż na dwa tygodnie przed zakończeniem okresu gwarancji dokona przeglądu Bramek ABC zgodnie z zaleceniami producenta i usunie wszelkie usterki, co zostanie potwierdzone Protokołem Zakończenia Gwarancji.

Protokół odbioru Etapu I

Strony potwierdzają wykonanie zakresu prac przewidzianych dla Etap I:
· Dostarczone rozwiązanie jest kompatybilne z obecnie funkcjonującymi Bramkami ABC TAK/NIE (niepotrzebne skreślić).
•  Integracji oprogramowania równoważnego z systemem Straży Granicznej dokonano w siedzibie Straży Granicznej (wypełnić tylko w przypadku dostawy rozwiązania równoważnego):

• Integracja z wykorzystaniem narzędzia SoapUI w dniu ……

• Integracja z wykorzystaniem zestawu testowego w dniu ……

• Instalacja środowiska testowego w dniu ……………..

• Instruktaż dla inżynierów Straży Granicznej w dniu …………

• Dostarczenia zestawu testowego rozwiązania równoważnego, na który składają się:

• …………….

• …………….

 dokonano w dniu ………………………… / Nie dotyczy

WYKONAWCA 
ZAMAWIAJĄCY


data, podpis
data, podpis



STRAŻ GRANICZNA



data, podpis

Załączniki – nośnik pamięci z ww. produktami.

Protokół odbioru Etapu II

Strony potwierdzają dostarczenie i zainstalowanie przedmiotu umowy zgodnie z wymaganiami OPZ – Etap II.
Przedmiot umowy został zainstalowany w nw. lokalizacji:

……………………………………………………………...

Szkolenie z użytkowania Bramek ABC wykonano w dniach: ……………………
• Uruchomienia Bramek ABC dokonano w dniu: 


• Wykaz urządzeń wraz z numerami seryjnymi, składających się na rozwiązanie:

· Bramki ABC o numerze seryjnym:

· …………………………..

· …………………………..

· …………………………..

· …………………………..

· …………………………..

· …………………………..

· …………………………..

· …………………………..

· …………………………..

· …………………………..

· Stacja do monitorowania o numerze seryjnym

· …………………………..

· …………………………..

· Urządzenie do rejestracji wideo o numerze seryjnym

· ………………………….

• Wykonawca oświadcza, że z chwilą podpisania Protokołu Instalacji Urządzeń:

· przenosi lub udziela licencji zgodnie z umową odpowiednio na Zamawiającego/Straż Graniczną:

■ własność urządzeń i elementów 15 Bramek ABC oraz wszelką dokumentację techniczną a także gwarancję producenta dotyczącą zainstalowanych na tym etapie urządzeń i elementów wchodzących w skład każdej Bramki ABC, 
■ autorskie prawa majątkowe do dokumentacji oraz własność nośnika, na którym dokumentacja powykonawcza została utrwalona;

■ uprawnienia licencyjne na oprogramowanie Bramki ABC na zasadach określonych w § 6 Umowy,
■ autorskie prawa majątkowe do kodu źródłowego powstałego oprogramowania (dotyczy rozwiązania równoważnego z obecnie funkcjonującymi Bramkami ABC),

■ autorskie prawa majątkowe dokumentacji (dotyczy rozwiązania równoważnego z obecnie funkcjonującymi Bramkami ABC), 

■ własność nośników, na których zostały utrwalone wersje instalacyjne produktów wraz z licencją umożliwiającą użytkowanie przez Straż Graniczną,
· udziela Zamawiającemu i Straży Granicznej :

■ rękojmi za wady fizyczne i prawne urządzeń i elementów Bramek ABC oraz oprogramowania Bramek ABC,

■ gwarancji na dostarczone, zainstalowane i uruchomione Bramki ABC.

• Zamawiający/Straż Graniczna oświadcza, że przyjmuje wyżej wymienione prawa własności, uprawnienia licencyjne oraz autorskie prawa majątkowe do dokumentacji powykonawczej.

• Uwagi:

………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………

WYKONAWCA 
ZAMAWIAJĄCY
data, podpis
data, podpis








     STRAŻ GRANICZNA








     data, podpis
Załączniki – dokumentacja powykonawcza.

Protokół odbioru Etapu III
Strony potwierdzają dostarczenie i zainstalowanie przedmiotu umowy zgodnie z wymaganiami OPZ – Etap III.
Przedmiot umowy został zainstalowany w nw. lokalizacji:

……………………………………………………………...

• Uruchomienia Bramek ABC dokonano w dniu: 


• Wykaz urządzeń wraz z numerami seryjnymi, składających się na rozwiązanie:

· Bramki ABC o numerze seryjnym:

· …………………………..

· …………………………..

· …………………………..

· …………………………..

· …………………………..

· …………………………..

· …………………………..

· …………………………..

· …………………………..

· …………………………..

· Stacja do monitorowania o numerze seryjnym

· …………………………..

· …………………………..

· Urządzenie do rejestracji wideo o numerze seryjnym

· ………………………….

• Wykonawca oświadcza, że z chwilą podpisania Protokołu Instalacji Urządzeń:

· przenosi lub udziela licencji zgodnie z umową odpowiednio na Zamawiającego/Straż Graniczną:

■ wszelką dokumentację techniczną a także gwarancję producenta dotyczącą zainstalowanych na tym etapie urządzeń i elementów wchodzących w skład każdej Bramki ABC, 
■ autorskie prawa majątkowe do dokumentacji oraz własność nośnika, na którym dokumentacja powykonawcza została utrwalona;

■ uprawnienia licencyjne na oprogramowanie Bramki ABC na zasadach określonych w § 6 Umowy,
■ autorskie prawa majątkowe do kodu źródłowego powstałego oprogramowania (dotyczy rozwiązania równoważnego z obecnie funkcjonującymi Bramkami ABC),

■ autorskie prawa majątkowe dokumentacji (dotyczy rozwiązania równoważnego z obecnie funkcjonującymi Bramkami ABC), 

■ własność nośników, na których zostały utrwalone wersje instalacyjne produktów wraz z licencją umożliwiającą użytkowanie przez Straż Graniczną,
· udziela Zamawiającemu i Straży Granicznej :

■ rękojmi za wady fizyczne i prawne urządzeń i elementów Bramek ABC oraz oprogramowania Bramek ABC,

■ gwarancji na dostarczone, zainstalowane i uruchomione Bramki ABC.

• Zamawiający/Straż Graniczna oświadcza, że przyjmuje wyżej wymienione prawa własności, uprawnienia licencyjne oraz autorskie prawa majątkowe do dokumentacji powykonawczej.
• Uwagi:

………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………

WYKONAWCA 
ZAMAWIAJĄCY
data, podpis
data, podpis








     STRAŻ GRANICZNA








     data, podpis
Załączniki – dokumentacja powykonawcza.
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